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SUBCHAPTER A—GENERAL

PART 1—INSIGNIA OF RANK

Sec.
1.1 Office of the Secretary of State. 
1.2 Office of the Deputy Secretary of State. 
1.3 Office of the Under Secretaries of State.

AUTHORITY: Sec. 4, 63 Stat. 111, as amended; 
22 U.S.C. 2658.

§ 1.1 Office of the Secretary of State. 
The official flag indicative of the of-

fice of Secretary of State shall be as 
follows: On a blue rectangular field a 
white disk bearing the official coat of 
arms of the United States adopted by 
the act of June 20, 1782, in proper col-
ors. In each of the four corners a white 
five-pointed star with one point up-
ward. The colors and automobile flag 
to be the same design, adding a white 
fringe. For the colors a cord and tassel 
of blue and white to be added. The sizes 
to be in accordance with military and 
naval customs. 

[22 FR 10788, Dec. 27, 1957]

§ 1.2 Office of the Deputy Secretary of 
State. 

The official flag indicative of the of-
fice of the Deputy Secretary of State 
shall be as follows: On a white rectan-
gular field a blue disk bearing the offi-
cial coat of arms of the United States 
adopted by act of June 20, 1782, in prop-
er colors. In each of the four corners a 
five-pointed star with one point up-
ward. The colors and automobile flag 
to be the same design, adding a blue 
fringe. For the colors a cord and tassel 
of white in accordance with military 
and naval customs. 

[38 FR 30258, Nov. 2, 1973]

§ 1.3 Office of the Under Secretaries of 
State. 

The official flag indicative of the of-
fice of the Under Secretaries of State 
shall be as follows: On a red rectan-
gular field a white disk bearing the of-
ficial coat of arms of the United States 
adopted by act of June 20, 1782, in prop-
er colors. In each of the four corners a 
white five-pointed star with one point 
upward. The colors and automobile flag 
to be the same design, adding a white 

fringe. For the colors a cord and tassel 
of white and red to be added. The sizes 
to be in accordance with military and 
naval customs. 

[38 FR 30258, Nov. 2, 1973]

PART 2—PROTECTION OF FOREIGN 
DIGNITARIES AND OTHER OFFI-
CIAL PERSONNEL

Sec.
2.1 Designation of personnel to carry fire-

arms and exercise appropriate power of 
arrest. 

2.2 Purpose. 
2.3 Notification of foreign officials. 
2.4 Designation of official guests. 
2.5 Records.

§ 2.1 Designation of personnel to carry 
firearms and exercise appropriate 
power of arrest. 

(a) The Deputy Assistant Secretary 
of State for Security is authorized to 
designate certain employees of the De-
partment of State and the Foreign 
Service, as well as employees of other 
departments and agencies detailed to 
and under the supervision and control 
of the Department of State, as Secu-
rity Officers, as follows. 

(1) Persons so designated shall be au-
thorized to carry firearms when en-
gaged in the performance of the duties 
prescribed in section (1) of the act of 
June 28, 1955, 69 Stat. 188, as amended. 
No person shall be so designated unless 
he has either qualified in the use of 
firearms in accordance with standards 
established by the Deputy Assistant 
Secretary of State for Security, or in 
accordance with standards established 
by the department or agency from 
which he is detailed. 

(2) Persons so designated shall also 
be authorized, when engaged in the per-
formance of duties prescribed in sec-
tion (1) of the act of June 28, 1955, 69 
Stat. 188, as amended, to arrest with-
out warrant and deliver into custody 
any person violating the provisions of 
section 111 or 112 of title 18, United 
States Code, in their presence or if 
they have reasonable grounds to be-
lieve that the person to be arrested has 

VerDate May<14>2002 14:41 May 28, 2002 Jkt 197061 PO 00000 Frm 00009 Fmt 8010 Sfmt 8010 Y:\SGML\197071T.XXX pfrm15 PsN: 197071T



10

22 CFR Ch. I (4–1–02 Edition)§ 2.2

committed or is committing such fel-
ony. 

(b) When the Under Secretary of 
State for Management determines that 
it is necessary, persons designated 
under paragraph (a) of this section 
shall be authorized to provide protec-
tion to an individual who has been des-
ignated by the President to serve as 
Secretary of State, prior to his ap-
pointment, or to a departing Secretary 
of State. In providing such protection, 
they are authorized to exercise the au-
thorities described in paragraphs (a) (1) 
and (2) of section. Such protection 
shall be for the period or periods deter-
mined necessary by the Under Sec-
retary of State for Management, except 
that in the case of a departing Sec-
retary of State, the period of protec-
tion under this paragraph shall in no 
event exceed 30 calendar days from the 
date of termination of that individual’s 
incumbency as Secretary of State. 

(c) When the Under Secretary of 
State for Management determines that 
it is necessary, persons designated 
under paragraph (a) of this section 
shall be authorized to provide protec-
tion to a departing United States Rep-
resentative to the United Nations. In 
providing such protection, they are au-
thorized to exercise the authorities de-
scribed in paragraphs (a) (1) and (2) of 
this section. Such protection shall be 
for the period or periods determined 
necessary by the Under Secretary of 
State for Management, except that the 
period of protection under this para-
graph shall in no event exceed 30 cal-
endar days from the date of termi-
nation of that individual’s incumbency 
as United States Representative to the 
United Nations. 

(Sec. 4, 63 Stat. 111, as amended, sec. 1, 69 
Stat. 188; 22 U.S.C. 2658, 2666) 

[29 FR 15571, Nov. 20, 1964, as amended at 47 
FR 30480, July 14, 1982; 50 FR 14379, Apr. 12, 
1985]

§ 2.2 Purpose. 
Section 1116(b)(2) of title 18 of the 

United States Code, as added by Pub. 
L. 92–539, An Act for the Protection of 
Foreign Officials and Official Guests of 
the United States (86 Stat. 1071), de-
fines the term ‘‘foreign official’’ for 
purposes of that Act as ‘‘any person of 
a foreign nationality who is duly noti-

fied to the United States as an officer 
or employee of a foreign government or 
international organization, and who is 
in the United States on official busi-
ness, and any member of his family 
whose presence in the United States is 
in connection with the presence of such 
officer or employee.’’ Section 1116(c)(4) 
of the same Act defines the term ‘‘offi-
cial guest’’ for the purposes of that Act 
as ‘‘a citizen or national of a foreign 
country present in the United States as 
an official guest of the Government of 
the United States pursuant to designa-
tion as such by the Secretary of 
State.’’ It is the purpose of this regula-
tion to specify the officer of the De-
partment of State who shall be respon-
sible for receiving notification of for-
eign officials under the Act and deter-
mining whether persons are ‘‘duly noti-
fied’’ to the United States and who 
shall be responsible for processing offi-
cial guest designations by the Sec-
retary of State. 

(18 U.S.C. 1116(b)(2), 1116(c)(4); sec. 4 of the 
Act of May 26, 1949, as amended (22 U.S.C. 
2658)) 

[37 FR 24817, Nov. 22, 1972]

§ 2.3 Notification of foreign officials. 
(a) Any notification of a foreign offi-

cial for purposes of section 1116(b)(2) of 
Title 18 of the United States Code shall 
be directed by the foreign government 
or international organization con-
cerned to the Chief of Protocol, Depart-
ment of State, Washington, DC 20520. 
For persons normally accredited to the 
United States in diplomatic or con-
sular capacities and also for persons 
normally accredited to the United Na-
tions and other international organiza-
tions and in turn notified to the De-
partment of State, the procedure for 
placing a person in the statutory cat-
egory of being ‘‘duly notified to the 
United States’’ shall be the current 
procedure for accreditation, with noti-
fication in turn when applicable. The 
Chief of the Office of Protocol will 
place on the roster of persons ‘‘duly no-
tified to the United States’’ the names 
of all persons currently accredited and, 
when applicable, notified in turn, and 
will maintain the roster as part of the 
official files of the Department of 
State adding to and deleting therefrom 
as changes in accreditations occur. 
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(b) For those persons not normally 
accredited, the Chief of Protocol shall 
determine upon receipt of notification, 
by letter from the foreign government 
or international organization con-
cerned, whether any person who is the 
subject of such a notification has been 
duly notified under the Act. Any in-
quiries by law enforcement officers or 
other persons as to whether a person 
has been duly notified shall be directed 
to the Chief of Protocol. The deter-
mination of the Chief of Protocol that 
a person has been duly notified is final. 

(18 U.S.C. 1116(b)(2), 1116(c)(4); sec. 4 of the 
Act of May 26, 1949, as amended (22 U.S.C. 
2658)) 

[37 FR 24818, Nov. 22, 1972]

§ 2.4 Designation of official guests. 

The Chief of Protocol shall also 
maintain a roster of persons designated 
by the Secretary of State as official 
guests. Any inquiries by law enforce-
ment officers or other persons as to 
whether a person has been so des-
ignated shall be directed to the Chief of 
Protocol. The designation of a person 
as an official guest is final. Pursuant 
to section 2658 of title 22 of the U.S.C., 
the authority of the Secretary of State 
to perform the function of designation 
of official guests is hereby delegated to 
the Chief of Protocol. 

(22 U.S.C. 2658) 

[45 FR 55716, Aug. 21, 1980]

§ 2.5 Records. 

The Chief of Protocol shall maintain 
as a part of the official files of the De-
partment of State a cumulative roster 
of all persons who have been duly noti-
fied as foreign officials or designated as 
official guests under this part. The ros-
ter will reflect the name, position, na-
tionality, and foreign government or 
international organization concerned 
or purpose of visit as an official guest 
and reflect the date the person was ac-
corded recognition as being ‘‘duly noti-
fied to the United States’’ or des-
ignated as an official guest and the 

date, if any, of termination of such sta-
tus. 

(18 U.S.C. 1116(b)(2), 1116(c)(4); sec. 4 of the 
Act of May 26, 1949, as amended (22 U.S.C. 
2658)) 

[37 FR 24818, Nov. 22, 1972]

PART 3—GIFTS AND DECORATIONS 
FROM FOREIGN GOVERNMENTS

Sec.
3.1 Purpose. 
3.2 Authority. 
3.3 Definitions. 
3.4 Restriction on acceptance of gifts and 

decorations. 
3.5 Designation of officials and offices re-

sponsible for administration of foreign 
gifts and decorations. 

3.6 Procedure to be followed by employees 
in depositing gifts of more than minimal 
value and reporting acceptance of travel 
or travel expenses. 

3.7 Decorations. 
3.8 Approval of retention of gifts or decora-

tions with employing agency for official 
use. 

3.9 Disposal of gifts and decorations which 
become the property of the United 
States. 

3.10 Enforcement. 
3.11 Responsibility of chief of mission to in-

form host government of restrictions on 
employees’ receipt of gifts and decora-
tions. 

3.12 Exemption of grants and other foreign 
government assistance in cultural ex-
change programs from coverage of for-
eign gifts and decorations legislation.

AUTHORITY: Sec. 515(a)(1), 91 Stat. 862, 
amending 5 U.S.C. 7342 (1976).

SOURCE: 45 FR 80819, Dec. 8, 1980, unless 
otherwise noted.

§ 3.1 Purpose. 

These regulations provide basic 
standards for employees of the Depart-
ment of State, the United States Inter-
national Development Cooperation 
Agency (IDCA), the Agency for Inter-
national Development (AID), and the 
International Communication Agency 
(USICA), their spouses (unless sepa-
rated) and their dependents to accept 
and retain gifts and decorations from 
foreign governments.
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§ 3.2 Authority. 

(a) Section 515(a)(1) of the Foreign 
Relations Authorization Act of 1978 (91 
Stat. 862–866), approved August 17, 1977, 
(hereafter referred to as ‘‘the Act’’) 
amended section 7342 of title 5, U.S. 
Code (1976), making substantial 
changes in the law relating to the ac-
ceptance and retention of gifts and 
decorations from foreign governments. 

(b) 5 U.S.C. 7342(g) authorizes each 
employing agency to prescribe regula-
tions as necessary to carry out the new 
law.

§ 3.3 Definitions. 

When used in this part, the following 
terms have the meanings indicated: 

(a) Employee means (1) an officer or 
employee of the Department, AID, 
IDCA, or USICA, including an expert or 
consultant, however appointed, and (2) 
a spouse (unless separated) or a depend-
ent of such a person, as defined in sec-
tion 152 of the Internal Revenue Code 
of 1954 (26 U.S.C. 152). 

(b) Foreign government means: (1) Any 
unit of foreign governmental author-
ity, including any foreign national, 
State, local, or municipal government; 
(2) any international or multinational 
organization whose membership is 
composed of any unit of foreign govern-
ment as described in paragraph (b)(1) of 
this section; (3) any agent or represent-
ative of any such unit or organization, 
while acting as such; 

(c) Gift means a tangible or intan-
gible present (other than a decoration) 
tendered by, or received from, a foreign 
government; 

(d) Decoration means an order, device, 
medal, badge, insignia, emblem or 
award tendered by, or received from, a 
foreign government; 

(e) Minimal value means retail value 
in the United States at the time of ac-
ceptance of $100 or less, except that on 
January 1, 1981, and at 3-year intervals 
thereafter, ‘‘minimal value’’ is to be re-
defined in regulations prescribed by the 
Administrator of General Services, in 
consultation with the Secretary of 
State, to reflect changes in the con-
sumer price index for the immediately 
preceding 3-year period.

§ 3.4 Restriction on acceptance of gifts 
and decorations. 

(a) An employee is prohibited from 
requesting or otherwise encouraging 
the tender of a gift or decoration from 
a foreign government. An employee is 
also prohibited from accepting a gift or 
decoration from a foreign government, 
except in accordance with these regula-
tions. 

(b) An employee may accept and re-
tain a gift of minimal value tendered 
and received as a souvenir or mark of 
courtesy, subject, however, to the fol-
lowing restrictions— 

(1) Where more than one tangible 
item is included in a single presen-
tation, the entire presentation shall be 
considered as one gift, and the aggre-
gate value of all items taken together 
must not exceed ‘‘minimal value’’. 

(2) The donee is responsible for deter-
mining that a gift is of minimal value 
in the United States at the time of ac-
ceptance. However, should any dispute 
result from a difference of opinion con-
cerning the value of a gift, the employ-
ing agency will secure the services of 
an outside appraiser to establish 
whether the gift is one of ‘‘minimal 
value’’. If, after an appraisal has been 
made, it is established that the value 
of the gift in question is $200 or more 
at retail in the United States, the 
donee will bear the costs of the ap-
praisal. If, however, the appraised 
value is established to be less than 
$200, the employing agency will bear 
the costs. 

(c) An employee may accept a gift of 
more than minimal value when (1) such 
gift is in the nature of an educational 
scholarship or medical treatment, or 
(2) it appears that to refuse the gift 
would likely cause offense or embar-
rassment or otherwise adversely affect 
the foreign relations of the United 
States, except that a tangible gift of 
more than minimal value is deemed to 
have been accepted on behalf of the 
United States and, upon acceptance, 
shall become the property of the 
United States. 

(d) An employee may accept gifts of 
travel or expenses for travel taking 
place entirely outside the United 
States (such as transportation, food, 
and lodging) of more than minimal 
value if such acceptance is appropriate, 
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consistent with the interests of the 
United States, and permitted by the 
employing agency. Except where the 
employing agency has specific inter-
ests which may be favorably affected 
by employee travel wholly outside the 
United States, even though it would 
not normally authorize its employees 
to engage in such travel, the standards 
normally applied to determine when 
proposed travel will be in the best in-
terests of the employing agency and of 
the United States Government shall be 
applied in approving acceptance of 
travel or travel expenses offered by a 
foreign government. 

(1) There are two circumstances 
under which employees may accept 
gifts of travel or expenses: 

(i) When the employee is issued offi-
cial travel orders placing him or her in 
the position of accepting travel or 
travel expenses offered by a foreign 
government which are directly related 
to the authorized purpose of the travel; 
or 

(ii) When the employee’s travel or-
ders specifically anticipate the accept-
ance of additional travel and travel ex-
penses incident to the authorized trav-
el. 

(2) When an employee is traveling 
under circumstances described in para-
graph (d)(1)(i) of this section, that is, 
without specific instructions author-
izing acceptance of additional travel 
expenses from a foreign government, 
the employee must file a report with 
the employing angency under the pro-
cedures prescribed in § 3.6. 

(e) Since tangible gifts of more than 
minimal value may not lawfully be-
come the personal property of the 
donee, all supervisory officials shall, in 
advising employees of their respon-
sibilities under the regulations, im-
press upon them their obligation to de-
cline acceptance of such gifts, when-
ever possible, at the time they are of-
fered, or to return them if they have 
been sent or delivered without a prior 
offer. All practical measures, such as 
periodic briefings, shall be taken to 
minimize the number of gifts which 
employees must deposit and which thus 
become subject to disposal as provided 
by law and regulation. Employees 
should not accept gifts of more than 
minimal value on the assumption that 

refusal would be likely to ‘‘cause of-
fense or embarrassment or otherwise 
adversely affect the foreign relations of 
the United States’’. In many instances 
it should be possible, by explanation of 
the prohibition against an employee’s 
retention of such gifts, to avoid con-
sequences of acceptance, including pos-
sible return of the gift to the donor. 
Refusal of the gift at the inception 
should typically be regarded as in the 
interest both of the foreign govern-
ment donor and the U.S. Government.

§ 3.5 Designation of officials and of-
fices responsible for administration 
of foreign gifts and decorations. 

(a) The Act effects a significant de-
gree of decentralization of administra-
tion relative to the disposal of foreign 
gifts and decorations which become 
U.S. Government property. Each agen-
cy is now responsible for receiving 
from its employees deposits of foreign 
gifts of more than minimal value, as 
well as of foreign decorations not meet-
ing the statutory criteria for retention 
by the recipient. The agency is also re-
sponsible for disposing of this property 
by return to the donor, for retaining it 
in the agency if official use of it is ap-
proved, for reporting to the General 
Services Administration within 30 cal-
endar days after deposit items neither 
disposed of nor retained, and for as-
suming custody, proper care and han-
dling of such property pending removal 
from that custody pursuant to disposal 
arrangements by the General Services 
Administration. The Secretary of 
State, however, is made responsible for 
providing guidance to other executive 
agencies in the development of their 
own regulations to implement the Act, 
as well as for the annual publication of 
lists of all gifts of more than minimal 
value deposited by Federal employees 
during the preceding year. [See § 3.5(c).] 
Authority for the discharge of the Sec-
retary’s responsibilities is delegated by 
these regulations to the Chief of Pro-
tocol. 

(b) The Office of the Chief of Protocol 
retains primary responsibility for ad-
ministration of the Act within the De-
partment of State. That Office will, 
however, serve as the depository only 
for those foreign gifts and decorations 
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which are turned in by State Depart-
ment employees. The Director of Per-
sonnel Services of the USICA will have 
responsibility for administration of the 
Act within that agency and will serve 
as the depository of foreign gifts and 
decorations. Employees of the other 
foreign affairs agencies must deposit 
with their respective agencies any gifts 
or decorations deposit of which is re-
quired by law. 

(c) Any questions concerning the im-
plementation of these regulations or 
interpretation of the law should be di-
rected to the following: 

(1) For the Department of State, to 
the Office of Protocol or to the Office 
of the Assistant Legal Adviser for Man-
agement, as appropriate; 

(2) For IDCA, to the Office of the 
General Counsel; 

(3) For AID, to the Assistant General 
Counsel for Employee and Public Af-
fairs; and 

(4) For USICA, to the General Coun-
sel.

§ 3.6 Procedure to be followed by em-
ployees in depositing gifts of more 
than minimal value and reporting 
acceptance of travel or travel ex-
penses. 

(a) An employee who has accepted a 
tangible gift of more than minimal 
value shall, within 60 days after accept-
ance, relinquish it to the designated 
depository office for the employing 
agency for disposal or, with the ap-
proval of that office, deposit it for offi-
cial use at a designated location in the 
employing agency or at a specified For-
eign Service post. The designated de-
pository offices are: 

(1) For the Department of State, the 
Office of Protocol; 

(2) For IDCA, the General Services 
Division of the Office of Management 
Planning in AID; 

(3) For AID, the General Services Di-
vision of the Office of Management 
Planning; and 

(4) For USICA, the Office of Per-
sonnel Services. 

(b) At the time that an employee de-
posits gifts of more than minimal value 
for disposal or for official use pursuant 
to paragraph (a) of this section, or 
within 30 days after accepting a gift of 
travel or travel expenses as provided in 
§ 3.4(d) (unless the gift of such travel or 

travel expenses has been accepted in 
accordance with specific instructions 
from the Department or agency), the 
employee shall file a statement with 
the designated depository office with 
the following information: 

(1) For each tangible gift reported: 
(i) The name and position of the em-

ployee; 
(ii) A brief description of the gift and 

the circumstances justifying accept-
ance; 

(iii) The identity of the foreign gov-
ernment and the name and position of 
the individual who presented the gift; 

(iv) The date of acceptance of the 
gift; 

(v) The donee’s best estimate in spe-
cific dollar terms of the value of the 
gift in the United States at the time of 
acceptance; and 

(vi) Disposition or current location of 
the gift. (For State Department em-
ployees, forms for this purpose are 
available in the Office of Protocol.) 

(2) For each gift of travel or travel 
expenses: 

(i) The name and position of the em-
ployee; 

(ii) A brief description of the gift and 
the circumstances justifying accept-
ance; and 

(iii) The identity of the foregign gov-
ernment and the name and position of 
the individual who presented the gift. 

(c) The information contained in the 
statements called for in paragraph (b) 
of this section is needed to comply 
with the statutory requirement that, 
not later than Janaury 31 of each year, 
the Secretary of State publish in the 
FEDERAL REGISTER a comprehensive 
listing of all such statements filed by 
Federal employees concerning gifts of 
more than minimal value received by 
them during the preceding year.

§ 3.7 Decorations. 
(a) Decorations tendered in recogni-

tion of active field service in time of 
combat operations or awarded for other 
outstanding or unusually meritorious 
performance may be accepted, re-
tained, and worn by an employee, sub-
ject to the approval of the employing 
agency. Without such approval, the 
decoration is deemed to have been ac-
cepted on behalf of the United States 
and, like tangible gifts of more than 
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minimal value, must be deposited by 
the employee with the designated de-
pository office for the employing agen-
cy within sixty days after acceptance, 
for retention for official use or for dis-
posal in accordance with § 3.9. 

(b) The decision as to whether a deco-
ration has been awarded for out-
standing or unusually meritorious per-
formance will be made: 

(1) For the Department of State, by 
the supervising Assistant Secretary of 
State or comparable official, except 
that, in the case of a decoration award-
ed to an Assistant Secretary or other 
officer of comparable or higher rank, 
the decision shall be made by the Of-
fice of Protocol; 

(2) For IDCA, by the Assistant Direc-
tor for Administration; 

(3) For AID, by the Director of Per-
sonnel Management; and 

(4) For USICA, by the Supervising 
Associate Director, the General Coun-
sel, or the Director of the Office of Con-
gressional and Public Liaison (for do-
mestic employees), and by the Director 
of Area Offices (for overseas employ-
ees). 

(c) To justify an affirmative decision, 
a statement from the foreign govern-
ment, preferably in the form of a cita-
tion which shows the specific basis for 
the tender of the award, should be sup-
plied. An employee who has received or 
been tendered a decoration should for-
ward to the designated depository of-
fice of the employing agency a request 
for review of the case. This request 
should contain a statement of cir-
cumstances of the award and such doc-
umentation from the foreign govern-
ment as has accompanied it. The depos-
itory office will obtain the decision of 
the cognizant office as to whether the 
award meets the statutory criteria and 
thus whether the decoration may be re-
tained and worn. Pending receipt of 
that decision, the decoration should re-
main in the custody of the recipient.

§ 3.8 Approval of retention of gifts or 
decorations with employing agency 
for official use. 

(a) At the request of an overseas post 
or an office within the employing agen-
cy, a gift or decoration deemed to have 
been accepted on behalf of the United 

States may be retained for official use. 
Such retention should be approved: 

(1) For the Department of State, by 
the Chief of Protocol; 

(2) For IDCA, by AID’s Director of 
Management Operations; 

(3) For AID, by the Director of Man-
agement Operations; and 

(4) For USICA, by the Associate Di-
rector for Management. 
However, to qualify for such approval, 
the gift or decoration should be an 
item which can be used in the normal 
conduct of agency business, such as a 
rug or a tea service, or an art object 
meriting display, such as a painting or 
sculpture. Personal gift items, such as 
wristwatches, jewelry, or wearing ap-
parel, should not be regarded as suit-
able for ‘‘official use’’. Only under un-
usual circumstances will retention of a 
decoration for official use be author-
ized. Every effort should be made to 
place each ‘‘official use’’ item in a lo-
cation that will afford the largest num-
ber of employees, and, if feasible, mem-
bers of the public, the maximum oppor-
tunity to receive the benefit of its dis-
play, provided the security of the loca-
tion is adequate. 

(b) Items approved for official use 
must be accounted for and safeguarded 
as Federal property at all times under 
standard Federal property manage-
ment procedures. Within 30 days after 
the official use of a gift has been termi-
nated, the gift or decoration shall be 
deposited with the designated deposi-
tory office of the employing agency to 
be held pending completion of disposal 
arrangements by the General Services 
Administration.

§ 3.9 Disposal of gifts and decorations 
which become the property of the 
United States. 

(a) Gifts and decorations which have 
been reported to an employing agency 
shall either be returned to the donor or 
kept in safe storage pending receipt of 
instructions from the General Services 
Administration for transfer, donation 
or other disposal under the provisions 
of the Federal Property and Adminis-
trative Services Act of 1949, 63 Stat. 
377, as amended, and the Federal Prop-
erty Management Regulations (41 CFR 
part 101–49). The employing agency 
shall examine each gift or decoration 
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and the circumstances surrounding its 
donation and assess whether any ad-
verse effect upon the foreign relations 
of the United States might result from 
a return of the gift (or decoration) to 
the donor, which shall be the preferred 
means of disposal. If this is not deemed 
feasible, the employing agency is re-
quired by GSA regulations to report 
deposit of the gift or decoration within 
30 calendar days, using Standard Form 
120, Report of Excess Personal Prop-
erty and, as necessary, Standard Form 
120A, Continuation Sheet, and citing 
section 7342 of title 5, U.S. Code (1976), 
on the reporting document. Such re-
ports shall be submitted to the General 
Services Administration, Washington 
National Capital Region (WDPO), At-
tention: Federal Property Resources 
Service, Seventh and D Streets, SW., 
Washington, DC 20407. 

(b) No gift or decoration deposited 
with the General Services Administra-
tion for disposal may be sold without 
the approval of the Secretary of State, 
upon a determination that the sale will 
not adversely affect the foreign rela-
tions of the United States. When depos-
iting gifts or decorations with the des-
ignated depository office of their em-
ploying agency, employees may indi-
cate their interest in participating in 
any subsequent sale of the items by the 
Government. Before gifts and decora-
tions may be considered for sale by the 
General Services Administration, how-
ever, they must first have been offered 
for transfer to Federal agencies and for 
donation to the States. Consequently, 
employees should understand that 
there is no assurance that an item will 
be offered for sale, or, if so offered, that 
it will be feasible for an employee to 
participate in the sale. Employees are 
reminded in this connection that the 
primary aim of the Act is to discourage 
employees’ acceptance of gifts of more 
than minimal value.

§ 3.10 Enforcement. 
(a) Each employing agency is respon-

sible under the Act for reporting to the 
Attorney General cases in which there 
is reason to believe that one of its em-
ployees has violated the Act. The At-
torney General in turn may file a civil 
action in any United States District 
Court against any Federal employee 

who has knowingly solicited or accept-
ed a gift from a foreign government in 
violation of the Act, or who has failed 
to deposit or report such gift, as an Act 
required by the Act. In such case, the 
court may assess a maximum penality 
of the retail value of a gift improperly 
solicited or received, plus $5,000. 

(b) Supervisory officials at all levels 
within employing agencies shall be re-
sponsible for providing periodic reori-
entation of all employees under their 
supervision on the basic features of the 
Act and these regulations, and for en-
suring that those employees observe 
the requirements for timely reporting 
and deposit of any gifts of more than 
minimal value they may have accept-
ed. 

(c) Employees are advised of the fol-
lowing actions which may result from 
failure to comply with the require-
ments of the Act and these regulations: 

(1) Any supervisor who has substan-
tial reason to believe that an employee 
under his or her supervision has vio-
lated the reporting or other compliance 
provisions of the Act shall report the 
facts and circumstances in writing to 
the senior official in charge of adminis-
tration within the cognizant bureau or 
office or at the post abroad. If that offi-
cial upon investigation decides that an 
employee who is the donee of a gift or 
is the recipient of travel or travel ex-
penses has, through actions within the 
employee’s control, failed to comply 
with the procedures established by the 
Act and these regulations, the case 
shall be referred to the Attorney Gen-
eral for appropriate action. 

(2) In cases of confirmed evidence of 
a violation, whether or not such viola-
tion results in the taking of action by 
the Attorney General, the senior ad-
ministrative official referred to in 
paragraph (c)(1) of this section as re-
sponsible for forwarding a violation re-
port to the Attorney General shall in-
stitute appropriate disciplinary action 
against an employee who has failed to 
(i) Deposit tangible gifts within 60 days 
after acceptance, (ii) account properly 
for the acceptance of travel expenses or 
(iii) comply with the Act’s require-
ments respecting disposal of gifts and 
decorations retained for official use. 

(3) In cases where there is confirmed 
evidence of a violation, but no evidence 
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that the violation was willful on the 
part of the employee, the senior admin-
istrative official referred to in para-
graph (c)(1) of this section shall insti-
tute appropriate disciplinary action of 
a lesser degree than that called for in 
paragraph (c)(2) of this section in order 
to deter future violations by the same 
or another employee.

§ 3.11 Responsibility of chief of mis-
sion to inform host government of 
restrictions on employees’ receipt 
of gifts and decorations. 

A special provision of the Act re-
quires the President to direct every 
chief of a United States diplomatic 
mission to inform the host government 
that it is a general policy of the United 
States Government to prohibit its em-
ployees from receiving gifts of more 
than minimal value or decorations that 
have not been tendered ‘‘in recognition 
of active field service in time of com-
bat operations or awarded for other 
outstanding or unusually meritorious 
performance.’’ Accordingly, all Chiefs 
of Mission shall in January of each 
year conduct a thorough and explicit 
program of orientation aimed at appro-
priate officials of the host government 
concerning the operation of the Act.

§ 3.12 Exemption of grants and other 
foreign government assistance in 
cultural exchange programs from 
coverage of foreign gifts and deco-
rations legislation. 

The Act specifically excludes from 
its application grants and other forms 
of assistance ‘‘to which section 108A of 
the Mutual Educational and Cultural 
Exchange Act of 1961 applies’’. See 22 
U.S.C. 2558 (a) and (b) for the terms and 
conditions under which Congress con-
sents to the acceptance by a Federal 
employee of grants and other forms of 
assistance provided by a foreign gov-
ernment to facilitate the participation 
of such employee in a cultural ex-
change.

PART 3a—ACCEPTANCE OF EM-
PLOYMENT FROM FOREIGN 
GOVERNMENTS BY MEMBERS OF 
THE UNIFORMED SERVICES

Sec.
3a.1 Definitions. 

3a.2 Requirement for approval of foreign 
government employment. 

3a.3 Authority to approve or disapprove 
proposed foreign government employ-
ment. 

3a.4 Procedure for requesting approval. 
3a.5 Basis for approval or disapproval. 
3a.6 Notification of approval. 
3a.7 Notification of disapproval and recon-

sideration. 
3a.8 Change in status.

AUTHORITY: Sec. 509, 91 Stat. 859 (37 U.S.C. 
801 Note); sec. 4, as amended, 63 Stat. 111 (22 
U.S.C. 2658).

SOURCE: 43 FR 55393, Nov. 28, 1978, unless 
otherwise noted.

§ 3a.1 Definitions. 
For purposes of this part— 
(a) Applicant means any person who 

requests approval under this part to ac-
cept any civil employment (and com-
pensation therefor) from a foreign gov-
ernment and who is: (1) Any retired 
member of the uniformed services; 

(2) Any member of a Reserve compo-
nent of the Armed Forces; or 

(3) Any member of the commissioned 
Reserve Corps of the Public Health 
Service. 
The term ‘‘applicant’’ also includes 
persons described in paragraph (a)(1), 
(2), or (3) of this section, who have al-
ready accepted foreign government em-
ployment and are requesting approval 
under this part to continue such em-
ployment. 

(b) Uniformed services means the 
Armed Forces, the commissioned Reg-
ular and Reserve Corps of the Public 
Health Service, and the commissioned 
corps of the National Oceanic and At-
mospheric Administration. 

(c) Armed Forces means the Army, 
Navy, Air Force, Marine Corps, and 
Coast Guard. 

(d) Secretary concerned means: (1) The 
Secretary of the Army, with respect to 
retired members of the Army and mem-
bers of the Army Reserve; 

(2) The Secretary of the Navy, with 
respect to retired members of the Navy 
and the Marine Corps, members of the 
Navy and Marine Corps Reserves, and 
retired members of the Coast Guard 
and members of the Coast Guard Re-
serve when the Coast Guard is oper-
ating as a service in the Navy; 

(3) The Secretary of the Air Force, 
with respect to retired members of the 

VerDate May<14>2002 14:41 May 28, 2002 Jkt 197061 PO 00000 Frm 00017 Fmt 8010 Sfmt 8010 Y:\SGML\197071T.XXX pfrm15 PsN: 197071T



18

22 CFR Ch. I (4–1–02 Edition)§ 3a.2 

1 Approval under this part does not con-
stitute an exception to the provisions of the 
Immigration and Nationality Act concerning 
loss of United States citizenship, for exam-
ple, by becoming a citizen of or taking an 
oath of allegiance to another country. See 8 
U.S.C. 1481 et seq.

Air Force and members of the Air 
Force Reserve; 

(4) The Secretary of Transportation, 
with respect to retired members of the 
Coast Guard and members of the Coast 
Guard Reserve when the Coast Guard is 
not operating as a service in the Navy; 

(5) The Secretary of Commerce, with 
respect to retired members of the com-
missioned corps of the National Oce-
anic and Atmospheric Administration; 
and 

(6) The Secretary of Health, Edu-
cation, and Welfare, with respect to re-
tired members of the commissioned 
Regular Corps of the Public Health 
Service and members of the commis-
sioned Reserve Corps of the Public 
Health Service.

§ 3a.2 Requirement for approval of for-
eign government employment. 

(a) The United States Constitution 
(Article I, section 9, clause 8) prohibits 
the acceptance of civil employment 
with a foreign government by an offi-
cer of the United States without the 
consent of Congress. Congress has con-
sented to the acceptance of civil em-
ployment (and compensation therefor) 
by any person described in § 3a.1(b) sub-
ject to the approval of the Secretary 
concerned and the Secretary of State 
(37 U.S.C. 801, Note). Civil employment 
with a foreign government may not be 
accepted without such approval by any 
person so described. 

(b) The Secretary of State has no au-
thority to approve employment with a 
foreign government by any officer of 
the United States other than a person 
described in § 3a.1(a). The acceptance of 
employment with a foreign government 
by any other officer of the United 
States remains subject to the constitu-
tional prohibition described in para-
graph (a) of this section. 

(c) Any person described in § 3a.1(a) 
who accepts employment with a for-
eign government without the approval 
required by this section or otherwise 
obtaining the consent of Congress is 
subject to forfeiture of retired pay to 
the extent of his or her compensation 
from the foreign government, accord-
ing to the Comptroller General of the 
United States (44 Comp. Gen. 139 
(1964)). This forfeiture is in addition to 

any other penalty which may be im-
posed under law or regulation.1

§ 3a.3 Authority to approve or dis-
approve proposed foreign govern-
ment employment. 

The Director, Bureau of Politico-
Military Affairs, is authorized to ap-
prove or disapprove any request by an 
applicant for approval under this part 
to accept civil employment (and com-
pensation therefor) from a foreign gov-
ernment. The Director may delegate 
this authority within the Bureau of Po-
litico-Military Affairs, Department of 
State.

§ 3a.4 Procedure for requesting ap-
proval. 

(a) An applicant must submit a re-
quest for approval of foreign govern-
ment employment to the Secretary 
concerned, whose approval is also re-
quired by law for the applicant’s ac-
ceptance of civil employment from a 
foreign government. The request must 
contain information concerning the ap-
plicant’s status, the nature of the pro-
posed employment in as much detail as 
possible, the identity of and relation-
ship to the foreign government con-
cerned, and other matters as may be 
required by the Secretary concerned. 

(b) Requests approved by the Sec-
retary concerned will be referred to the 
Director, Bureau of Politico-Military 
Affairs, for approval. Requests received 
by the Director, Bureau of Politico-
Military Affairs, directly from an ap-
plicant will be initially forwarded to 
the Secretary concerned, or his des-
ignee, for approval of disapproval.

§ 3a.5 Basis for approval or dis-
approval. 

Decisions by the Director, Bureau of 
Politico-Military Affairs, under this 
part shall be based on whether the ap-
plicant’s proposed employment with a 
foreign government would adversely af-
fect the foreign relations of the United 
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States, in light of the applicant’s offi-
cial status as a retiree or reservist.

§ 3a.6 Notification of approval. 
The Director, Bureau of Politico-

Military Affairs, will notify the Sec-
retary concerned when an applicant’s 
proposed foreign government employ-
ment is approved. Notification of ap-
proval to the applicant will be made by 
the Secretary concerned or his des-
ignee.

§ 3a.7 Notification of disapproval and 
reconsideration. 

(a) The Director, Bureau of Politico-
Military Affairs, will notify the appli-
cant directly when an applicant’s pro-
posed foreign employment is dis-
approved, and will inform the Sec-
retary concerned. 

(b) Each notification of disapproval 
under this section must include a 
statement of the reasons for the dis-
approval, with as much specificity as 
security and foreign policy consider-
ations permit, together with a notice 
of the applicant’s right to seek recon-
sideration of the disapproval under 
paragraph (c) of this section. 

(c) Within 60 days after receipt of the 
notice of disapproval, an applicant 
whose request has been disapproved 
may submit a request for reconsider-
ation by the Director, Bureau of Polit-
ico-Military Affairs. A request for re-
consideration should provide informa-
tion relevant to the reasons set forth 
in the notice of disapproval. 

(d) The disapproval of a request by 
the Director, Bureau of Politico-Mili-
tary Affairs, will be final, unless a 
timely request for reconsideration is 
received. In the event of a request for 
reconsideration, the Director, Bureau 
of Politico-Military Affairs, will make 
a final decision after reviewing the 
record of the request. A final decision 
after reconsideration to approve the 
applicant’s proposed employment with 
a foreign government will be commu-
nicated to the Secretary concerned as 
provided in § 3a.6. A final decision after 
reconsideration to disapprove the ap-
plicant’s proposed employment with a 
foreign government will be commu-
nicated directly to the applicant as 
provided in paragraph (a) of this sec-
tion and the Secretary concerned will 

be informed. The Director’s authority 
to make a final decision after reconsid-
eration may not be redelegated.

§ 3a.8 Change in status. 
In the event that an applicant’s for-

eign government employment approved 
under this part is to be materially 
changed, either by a substantial 
change in duties from those described 
in the request upon which the original 
approval was based, or by a change of 
employer, the applicant must obtain 
further approval in accordance with 
this part for such changed employ-
ment.

PART 4—NOTIFICATION OF 
FOREIGN OFFICIAL STATUS

Sec.
4.1 General. 
4.2 Procedure.

AUTHORITY: 22 U.S.C. 2651a(a)(4).

SOURCE: 61 FR 32328, June 24, 1996, unless 
otherwise noted.

§ 4.1 General. 
In accordance with Article 10 of the 

Vienna Convention on Diplomatic Re-
lations and Article 24 of the Vienna 
Convention on Consular Relations, dip-
lomatic missions must notify the Of-
fice of Protocol immediately upon the 
arrival, in the United States, of any 
foreign government officer or employee 
(including domestics and family mem-
bers), who are serving at diplomatic 
missions, consular posts, or miscella-
neous foreign government offices. If 
the employee is already in the United 
States in some other capacity, the no-
tification should be made upon assump-
tion of duties. This initial notification 
requirement also includes all U.S. citi-
zens and permanent resident aliens 
who are employed by foreign missions.

§ 4.2 Procedure. 
Notification and subsequent changes 

are made as follows: 
(a) Diplomatic and career consular 

officers and their dependents: Form 
DSP–110, Notification of Appointment of 
Foreign Diplomatic Officer and Career 
Consular Officer; 

(b) All other foreign government em-
ployees who are serving at diplomatic 
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missions, consular posts, or miscella-
neous foreign government offices and 
their dependents: Form DSP–111, Notifi-
cation of Appointment of Foreign Govern-
ment Employee. 

(c) Honorary consular officers: Form 
DSP–112, Notification of Appointment of 
Honorary Consular Officer. 

(d) Missions should use Form DSP–
113, Notification of Change—Identifica-
tion Card Request, to promptly inform 
the Department of State of any change 
in the status of officers or employees of 
the missions and their family members 
originally reported to Protocol, or to 
apply for an identification card. 

(e) Upon termination of employment 
of any diplomatic or consular officer, 
honorary consular officer, embassy or 
consular employee, or miscellaneous 
foreign government staff member, a 
Form DSP–115, Notice of Termination of 
Diplomatic, Consular, or Foreign Govern-
ment Employment, must be submitted to 
the Office of Protocol.

PART 5—ORGANIZATION

Sec.
5.1 Introduction. 
5.2 Central and field organization, estab-

lished places at which, the officers from 
whom, and the methods whereby the pub-
lic may secure information, make sub-
mittals, or request, or obtain decisions; 
and statements of the general course and 
method by which its functions are chan-
neled and determined. 

5.3 Rules of procedure, description of forms 
available or the places at which forms 
may be obtained, and instructions as to 
the scope and content of all papers, re-
ports, or examinations. 

5.4 Substantive rules of general applica-
bility adopted as authorized by law, and 
statements of general policy or interpre-
tation of general applicability formu-
lated and adopted by the agency.

AUTHORITY: Sec. 4, 63 Stat. 111, as amended, 
sec. 501, 65 Stat. 290; 22 U.S.C. 2658, 31 U.S.C. 
483a, 5 U.S.C. 552, E.O. 10501; 18 FR 7049; 3 
CFR, 1949–1953 Comp., page 979.

SOURCE: 33 FR 7078, May 11, 1968, unless 
otherwise noted.

§ 5.1 Introduction. 
The sections in this part 5 are issued 

pursuant to section 3 of the Adminis-
trative Procedure Act, 5 U.S.C. 552, ef-
fective July 4, 1967.

§ 5.2 Central and field organization, es-
tablished places at which, the offi-
cers from whom, and the methods 
whereby the public may secure in-
formation, make submittals, or re-
quest, or obtain decisions; and 
statements of the general course 
and method by which its functions 
are channeled and determined. 

(a) The following statements of the 
central and field organization of the 
Department of State and its Foreign 
Service posts are hereby prescribed: 

(1) The central organization of the 
Department of State was issued as 
Public Notice No. 267, 32 FR 8923, June 
22, 1967. 

(2) The foreign field organization of 
the Department of State was issued as 
Public Notice No. 254, 32 FR 3712, 
March 3, 1967. 

(3) The domestic field organization of 
the Department of State was issued as 
Public Notice No. 268, 32 FR 8925, June 
22, 1967. 

(b) As used in the following sections, 
the term ‘‘Department of State’’ in-
cludes all offices within the Depart-
ment in Washington, its domestic field 
offices in the United States, all For-
eign Service posts throughout the 
world, and U.S. missions to inter-
national organizations unless other-
wise specified. 

(c) Any person desiring information 
concerning a matter handled by the 
Department of State, or any person de-
siring to make a submittal or request 
in connection with such a matter, 
should communicate either orally or in 
writing with the appropriate office. If 
the office receiving the communication 
does not have jurisdiction to handle 
the matter, the communication, if 
written, will be forwarded to the proper 
office, or, if oral, the person will be ad-
vised how to proceed. When the sub-
mittal or request consists of a formal 
application for one of the documents, 
privileges, or other benefits provided 
for in the laws administered by the De-
partment of State, or in the regula-
tions implementing these laws, the in-
structions on the form as to prepara-
tion and place of submission should be 
followed. In such cases, the provisions 
of this part referring to the particular 
regulation concerned should be con-
sulted.
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§ 5.3 Rules of procedure, description of 
forms available or the places at 
which forms may be obtained, and 
instructions as to the scope and 
content of all papers, reports, or ex-
aminations. 

Rules of procedure regarding the fol-
lowing listed matters may be consulted 

under the corresponding regulations 
referenced in § 5.4, or obtained upon ap-
plication to the offices listed below. 
Forms pertaining to the following list-
ed matters, and instructions relating 
thereto may also be obtained at the of-
fices indicated below:

Subject matter Office Address 

Appointment of Foreign Service 
Officers.

Board of Examiners for the 
Foreign Service.

Department of State, Room 7314, 1800 N. Kent St., Arling-
ton, Va. 22209. 

Authentication and other services Document and Reference Di-
vision.

Department of State, Room 2815, 22d and D Sts. NW., 
Washington, DC 20520. 

Claims and stolen property ............ Legal Adviser ........................ Department of State, 2201 C Street NW., Washington, DC 
20520. 

International educational and cul-
tural exchange program.

Bureau of Educational and 
Cultural Affairs.

Department of State, 2201 C Street NW., Washington, DC 
20520. 

International traffic in arms ............ Office of Munitions Control ... Department of State, Room 800, 1700 N. Lynn St., Arling-
ton, Va. 22209. 

Nationality and passports .............. Passport Office ...................... Department of State, Room 362, 1425 K St., NW., Wash-
ington, DC 20524. 

Protection and welfare of U.S. citi-
zens, shipping and seamen, and 
other consular services abroad.

Office of Special Consular 
Services.

Department of State, 2201 C Street NW., Washington, DC 
20520. 

Visa issuance ................................. Visa Office ............................. Department of State, Annex 2, 515 22d Street NW., Wash-
ington, DC 20520. 

§ 5.4 Substantive rules of general ap-
plicability adopted as authorized by 
law, and statements of general pol-
icy or interpretation of general ap-
plicability formulated and adopted 
by the agency. 

(a) The regulations of the Depart-
ment of State required to be published 
under the provisions of the Administra-
tive Procedure Act are found in the 
Code of Federal Regulations and the 
FEDERAL REGISTER. Any person desir-
ing information with respect to a par-
ticular procedure should examine the 
pertinent regulation cited hereafter. 

(b) The following are citations to reg-
ulations within the scope of this sec-
tion.

(1) Acceptance of Gifts and Decorations 
from Foreign Governments. 22 CFR part 3 et 
seq. 

(2) Employee Responsibility and Conduct. 
22 CFR part 10 et seq. 

(3) Appointment of Foreign Service Offi-
cers. 22 CFR part 11 et seq. 

(4) Fees for Services in the United States, 
fees and Charges, Foreign service. 22 CFR 
part 21 et seq.; 22 CFR part 22 et seq. 

(5) Claims and Stolen Property. 22 CFR 
part 31 et seq. 

(6) Issuance of Visas. 22 CFR parts 41–42 et 
seq. 

(7) Nationality and Passports. 22 CFR part 
50 et seq. 

(8) International Educational and Cultural 
Exchanges. 22 CFR part 61 et seq. 

(9) Protection and Welfare of Americans 
Abroad. 22 CFR part 71 et seq. 

(10) Shipping and Seamen Abroad. 22 CFR 
part 81 et seq. 

(11) Other Consular Services Abroad. 22 
CFR part 91 et seq. 

(12) Economic, Commercial and Civil Air 
Functions Abroad. 22 CFR part 101 et seq. 

(13) International Traffic in Arms. 22 CFR 
part 121 et seq. 

(14) Certificates of Authentication. 22 CFR 
part 131 et seq. 

(15) Civil Rights. 22 CFR part 141 et seq. 
(16) Department of State Procurement. 41 

CFR part 6–1 et seq.

(c) These regulations are supple-
mented from time to time by amend-
ments appearing initially in the FED-
ERAL REGISTER.

PART 7—BOARD OF APPELLATE 
REVIEW

Sec.
7.1 Definitions. 
7.2 Establishment of Board of Appellate Re-

view; purpose. 
7.3 Jurisdiction. 
7.4 Membership and organization. 
7.5 Procedures. 
7.6 Hearings. 
7.7 Passport cases. 
7.8 South African Fair Labor Standards 

cases. 
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7.9 Decisions. 
7.10 Motion for reconsideration. 
7.11 Computation of time. 
7.12 Attorneys.

AUTHORITY: Sec. 1, 44 Stat. 887, sec. 4, 63 
Stat. 111, as amended, 22 U.S.C. 211a, 2658; 
secs. 104, 360, 66 Stat. 174, 273, 8 U.S.C. 1104, 
1503; E.O. 11295, 36 FR 10603; 3 CFR 1966–1970 
Comp., page 507; 22 CFR 60–65; E.O. 12532, 50 
FR 36861 7.4 also issued under 22 U.S.C. 3926.

SOURCE: 44 FR 68825, Nov. 30, 1979, unless 
otherwise noted.

§ 7.1 Definitions. 
(a) Board means the Board of Appel-

late Review or the panel of three mem-
bers considering an appeal. 

(b) Department means the Department 
of State. 

(c) Party means the appellant or the 
Department of State.

§ 7.2 Establishment of Board of Appel-
late Review; purpose. 

(a) There is hereby established the 
Board of Appellate Review of the De-
partment of State to consider and de-
termine appeals within the purview of 
§ 7.3. The Board shall take any action it 
considers appropriate and necessary to 
the disposition of cases appealed to it. 

(b) For administrative purposes, the 
Board shall be part of the Office of the 
Legal Adviser. The merits of appeals or 
decisions of the Board shall not be sub-
ject to review by the Legal Adviser or 
any other Department official, except 
that the Department may administra-
tively vacate a Certificate of Loss of 
Nationality on its own initiative at 
any time, notwithstanding an inter-
vening decision by the Board sus-
taining the Department’s original de-
termination. 

[44 FR 68825, Nov. 30, 1979, as amended at 56 
FR 55457, Oct. 28, 1991]

§ 7.3 Jurisdiction. 
The jurisdiction of the Board shall 

include appeals from decisions in the 
following cases: 

(a) Appeals from administrative de-
terminations of loss of nationality or 
expatriation under subpart C of part 50 
of this chapter. 

(b) Appeals from administrative deci-
sions denying, revoking, restricting or 
invalidating a passport under §§ 51.70 
and 51.71 of this chapter. 

(c) Appeals from final decisions of 
contracting officers arising under con-
tracts or grants of the Department of 
State, not otherwise provided for in the 
Department of State contract appeal 
regulations (part 6–60 of title 41). 

(d) Appeals from administrative de-
terminations under § 64.1(a) of this 
chapter, denying U.S. Government as-
sistance to U.S. nationals who do not 
comply with the Fair Labor Standards 
in § 61.2 of this chapter. 

(e) Appeals from administrative deci-
sions of the Department of State in 
such other cases and under such terms 
of reference as the Secretary of State 
may authorize. 

[44 FR 68825, Nov. 30, 1979, as amended at 51 
FR 15319, Apr. 23, 1986]

§ 7.4 Membership and organization. 

(a) Membership. The Board shall con-
sist of regular and ad hoc members as 
the Legal Adviser may designate. Reg-
ular members shall serve on a fulltime 
basis. Ad hoc members may be des-
ignated from among senior officers of 
the Department of State or from 
among persons not employed by the 
Department. Regular and ad hoc mem-
bers shall be attorneys in good stand-
ing admitted to practice in any State 
of the United States, the District of 
Columbia, or any Territory or posses-
sion of the United States. 

(b) Chairperson. The Legal Adviser 
shall designate a regular member of 
the Board as chairperson. A member 
designated by the chairperson shall act 
in the absence of the chairperson. The 
chairperson or designee shall preside at 
all proceedings before the Board, regu-
late the conduct of such proceedings, 
and pass on all issues relating thereto. 

(c) Composition. In considering an ap-
peal, the Board shall act through a 
panel of three members, not more than 
two of whom shall be ad hoc members. 

(d) Rules of procedure. The Board may 
adopt and promulgate rules of proce-
dure approved by the Secretary of 
State as may be necessary to govern 
its proceedings. 

(22 U.S.C. 2658 and 3926) 

[44 FR 68825, Nov. 30, 1979, as amended at 49 
FR 16989, Apr. 23, 1984]
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§ 7.5 Procedures. 
(a) Filing of appeal. A person who has 

been the subject of an adverse decision 
in a case falling within the purview of 
§ 7.3 shall be entitled upon written re-
quest made within the prescribed time 
to appeal the decision to the Board. 
The appeal shall be in writing and shall 
state with particularity reasons for the 
appeal. The appeal may by accom-
panied by a legal brief. An appeal filed 
after the prescribed time shall be de-
nied unless the Board determines for 
good cause shown that the appeal could 
not have been filed within the pre-
scribed time. 

(b) Time limit on appeal. (1) A person 
who contends that the Department’s 
administrative determination of loss of 
nationality or expatriation under sub-
part C of part 50 of this chapter is con-
trary to law or fact, shall be entitled to 
appeal such determination to the 
Board upon written request made with-
in one year after approval by the De-
partment of the certificate of loss of 
nationality or a certificate of expatria-
tion. 

(2) A person who has been subject of 
an adverse decision under § 51.89, of this 
Chapter shall be entitled to appeal the 
decision to the Board upon written re-
quest made within 60 days after receipt 
of notice of such decision. 

(3) A national who has been subject 
of an adverse decision under § 64.1(a) of 
this chapter shall be entitled to appeal 
the decision to the Board within 30 
days after receipt of notice of such de-
cision. 

(4) Time limits for other appeals 
shall be established by the Board as ap-
propriate. 

(c) Department case record. Upon the 
written request of the Board, the office 
or bureau in the Department of State 
responsible for the decision from which 
the appeal was taken shall assemble 
and transmit to the Board within 45 
days the record on which the Depart-
ment’s decision in the case was based. 
The case record may be accompanied 
by a memorandum setting forth the po-
sition of the Department on the case. 

(d) Briefs. Briefs in support of or in 
opposition to an appeal shall be sub-
mitted in triplicate to the Board. The 
appellant shall submit his or her brief 
within 60 days after filing of the ap-

peal. The Department shall then file a 
brief within 60 days after receipt of a 
copy of appellant’s brief. Reply briefs, 
if any, shall be filed within 30 days 
after the date the Department’s brief is 
filed with the Board. Extension of time 
for submission of a reply brief may be 
granted by the Board for good cause 
shown. Posthearing briefs may be sub-
mitted upon such terms as may be 
agreed to by the parties and the pre-
siding member of the Board at the con-
clusion of a hearing. 

(e) Hearing. An appellant shall be en-
titled to a hearing upon written re-
quest to the Board. An appellant may 
elect to waive a hearing and submit his 
or her appeal for decision on the basis 
of the record before the Board. 

(f) Pre-hearing conference. Whether 
there is a hearing before the Board on 
an appeal or whether an appeal is sub-
mitted for decision on the record with-
out a hearing the Board may call upon 
the parties to appear before a member 
of the Board for a conference to con-
sider the simplification or clarification 
of issues and other matters as may aid 
in the disposition of the appeal. The re-
sults of the conference shall be reduced 
to writing by the presiding Board mem-
ber, and this writing shall constitute a 
part of the record. 

(g) Admissibility of evidence. Except as 
otherwise provided in § 7.7 and § 7.8, the 
parties may introduce such evidence as 
the Board deems proper. Formal rules 
of evidence shall not apply, but reason-
able restrictions shall be imposed as to 
the relevancy, competency and materi-
ality of evidence presented. 

(h) Depositions. The Board may, upon 
the written request of either party or 
upon agreement by the parties, permit 
the taking of the testimony of any per-
son by deposition upon oral examina-
tion or written interrogatories for use 
as evidence in the appeal proceedings. 
The deponent shall be subject to cross-
examination either by oral examina-
tion or by written interrogatories by 
the opposing party or by the Board. 
Leave to take a deposition shall not be 
granted unless it appears impracticable 
to require the deponent’s testimony at 
the hearing on the appeal, or unless the 
taking of a deposition is deemed to be 
warranted for other valid reasons. 
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(i) Record of proceedings. The record of 
proceedings before the Board shall con-
sist of the Department’s case record, 
briefs and other written submissions of 
the parties, the stipulation of facts, if 
any, the evidence admitted, and the 
transcript of the hearing if there is a 
hearing. The record shall be available 
for inspection by the parties at the Of-
fice of the Board. 

(j) Scope of review. Except as other-
wise provided in §§ 7.7 and 7.8, the 
Board shall review the record in the 
case before it. The Board shall not con-
sider argument challenging the con-
stitutionality of any law or of any reg-
ulation of the Department of State or 
take into consideration any classified 
or administratively controlled mate-
rial. 

(k) Appearance before the Board. Any 
party to any proceeding before the 
Board is entitled to appear in person or 
by or with his or her attorney, who 
must possess the requisite qualifica-
tions, set forth in § 7.12, to practice be-
fore the Board. 

(l) Failure to prosecute an appeal. 
Whenever the record discloses the fail-
ure of an appellant to file documents 
required by these regulations, respond 
to notices or correspondence from the 
Board, or otherwise indicates an inten-
tion not to continue the prosecution of 
an appeal, the Board may in its discre-
tion terminate the proceedings without 
prejudice to the later reinstatement of 
the appeal for good cause shown. 

[44 FR 68825, Nov. 30, 1979, as amended at 51 
FR 15319, Apr. 23, 1986; 52 FR 41560, Oct. 29, 
1987]

§ 7.6 Hearings. 
(a) Notice and place of hearing. The 

parties shall be given at least 15 days 
notice in writing of the scheduled date 
and place of a hearing on an appeal. 
The Board shall have final authority to 
fix or change any hearing date giving 
consideration to the convenience of the 
parties. Hearings shall be held at the 
Department of State, Washington, DC, 
unless the Board determines otherwise. 

(b) Conduct of hearing. The appellant 
may appear and testify on his own be-
half. The parties may present wit-
nesses, offer evidence and make argu-
ment. The appellant and witnesses may 
be examined by any member of the 

Board, by the Department, and by the 
appellant’s attorney, if any. If any wit-
ness whom the appellant or the Depart-
ment wishes to call is unable to appear 
personally, the Board in its discretion, 
may accept an affidavit by the witness 
or grant leave to take the deposition of 
such witness. Any such witness will be 
subject to cross examination by means 
of sworn responses to interrogatories 
posed by the opposing party. The appel-
lant and the Department shall be enti-
tled to be informed of all evidence be-
fore the Board and of the source of 
such evidence, and to confront and 
cross-examine any adverse witness. 
The Board may require a stipulation of 
facts prior to or at the beginning of the 
hearing and may require supplemental 
statements on issues presented to it, or 
confirmation, verification or authen-
tication of any evidence submitted by 
the parties. The parties shall be enti-
tled to reasonable continuances upon 
request for good cause shown. 

(c) Privacy of hearing. The hearing 
shall be private unless an appellant re-
quests in writing that the hearing be 
open to the public. Attendance at the 
hearing shall be limited to the appel-
lant, attorneys of the parties, the 
members of the Board, Department 
personnel who are directly involved in 
the presentation of the case, official 
stenographers, and the witnesses. Wit-
nesses shall be present at the hearing 
only while they are giving testimony 
or when otherwise directed by the 
Board. 

(d) Transcript of hearing. A complete 
verbatim transcript shall be made of 
the hearing by a qualified reporter, and 
the transcript shall constitute a per-
manent part of the record. Upon re-
quest, the appellant shall have the 
right to inspect the complete tran-
script and to purchase a copy thereof. 

(e) Nonappearance of a party. The un-
excused absence of a party at the time 
and place set for a hearing shall not be 
occasion for delay. In the event of such 
absence, the case will be regarded as 
having been submitted by the absent 
party on the record before the Board. 

[44 FR 68825, Nov. 30, 1979, as amended at 53 
FR 39589, Oct. 11, 1988]
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§ 7.7 Passport cases. 
(a) Scope of review. With respect to 

appeals taken from decisions of the As-
sistant Secretary for Consular Affairs 
denying, revoking, restricting, or in-
validating a passport under §§ 51.70 and 
51.71 of this chapter, the Board’s re-
view, except as provided in paragraph 
(b) of this section, shall be limited to 
the record on which the Assistant Sec-
retary’s decision was based. 

(b) Admissibility of evidence. The 
Board shall not receive or consider evi-
dence or testimony not presented at 
the hearing held under §§ 51.81–51.89 of 
this chapter unless it is satisfied that 
such evidence or testimony was not 
available or could not have been dis-
covered by the exercise of reasonable 
diligence prior to such hearing. 

[44 FR 68825, Nov. 30, 1979, as amended at 53 
FR 39589, Oct. 11, 1988]

§ 7.8 South African Fair Labor Stand-
ards cases. 

(a) Scope of review. With respect to 
appeals taken from decisions of the As-
sistant Secretary for African Affairs 
denying assistance to U.S. nationals 
operating in South Africa which do not 
comply with the Fair Labor Standards 
outlined in § 61.2 of the chapter, the 
Board’s review except as provided in 
paragraph (b) of this section shall be 
limited to the record on which the As-
sistant Secretary’s decision was based. 

(b) Admissibility of evidence. The 
Board shall not receive or consider evi-
dence or testimony not presented pur-
suant to § 63.3(a) or § 63.3(b) of this 
chapter unless it is satisfied that such 
evidence was not available or could not 
have been discovered by the exercise of 
reasonable diligence prior to entry of 
the decision of the Assistant Secretary 
for African Affairs. 

[51 FR 15319, Apr. 23, 1986, as amended at 52 
FR 41560, Oct. 29, 1987; 53 FR 39589, Oct. 11, 
1988]

§ 7.9 Decisions. 
The Board shall decide the appeal on 

the basis of the record of the pro-
ceedings. The decision shall be by ma-
jority vote in writing and shall include 
findings of fact and conclusions of law 
on which it is based. The decision of 
the Board shall be final, subject to 

§§ 7.2(b) and 7.10. Copies of the Board’s 
decision shall be forwarded promptly to 
the parties. 

[56 FR 55457, Oct. 28, 1991]

§ 7.10 Motion for reconsideration. 
The Board may entertain a motion 

for reconsideration of a Board’s deci-
sion, if filed by either party. The mo-
tion shall state with particularity the 
grounds for the motion, including any 
facts or points of law which the filing 
party claims the Board has overlooked 
or misapprehended, and shall be filed 
within 30 days from the date of receipt 
of a copy of the decision of the Board 
by the party filing the motion. Oral ar-
gument on the motion shall not be per-
mitted. However, the party in opposi-
tion to the motion will be given oppor-
tunity to file a memorandum in opposi-
tion to the motion within 30 days of 
the date the Board forwards a copy of 
the motion to the party in opposition. 
If the motion to reconsider is granted, 
the Board shall review the record, and, 
upon such further reconsideration, 
shall affirm, modify, or reverse the 
original decision of the Board in the 
case. 

[44 FR 68825, Nov. 30, 1979. Redesignated at 51 
FR 15319, Apr. 23, 1986]

§ 7.11 Computation of time. 
In computing the period of time for 

taking any action under this part, the 
day of the act, event, or notice from 
which the specified period of time be-
gins to run shall not be included. The 
last day of the period shall be included, 
unless it falls on a Saturday, Sunday, 
or a legal holiday, in which event the 
period shall extend to the end of the 
next day which is not a Saturday, Sun-
day, or a legal holiday. The Board for 
good cause shown may in its discretion 
enlarge the time prescribed by this 
part for the taking of any action. 

[44 FR 68825, Nov. 30, 1979. Redesignated at 51 
FR 15319, Apr. 23, 1986]

§ 7.12 Attorneys. 
(a) Attorneys at law who are admit-

ted to practice in any State of the 
United States, the District of Colum-
bia, or any Territory or possession of 
the United States, and who are mem-
bers of the Bar in good standing, may 
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practice before the Board unless dis-
qualified under paragraph (b) of this 
section or for some other valid reason. 

(b) No attorney shall be permitted to 
appear before the Board as attorney 
representing an appellant if he or she is 
subject to the conflict of interest pro-
visions of chapter 11 of title 18 of the 
United States Code. 

[44 FR 68825, Nov. 30, 1979. Redesignated at 51 
FR 15319, Apr. 23, 1986]

PART 8—ADVISORY COMMITTEE 
MANAGEMENT

Sec.
8.1 Authorities. 
8.2 Policy. 
8.3 Scope. 
8.4 Definitions. 
8.5 Creation of a committee. 
8.6 Membership. 
8.7 Security. 
8.8 Chartering of committees. 
8.9 Meetings of advisory committees. 
8.10 Reports. 
8.11 Records. 
8.12 Financial records. 
8.13 Availability of records. 
8.14 Public inquiries.

AUTHORITY: 22 U.S.C. 2658; sec. 8(a) Federal 
Advisory Committee Act (Pub. L. 92–463); 
E.O. 11769; and OMB Circular A–63, Rev.

SOURCE: 40 FR 28606, July 8, 1975, unless 
otherwise noted.

§ 8.1 Authorities. 
(a) Regulatory authorities. (1) These 

regulations are issued to implement 
the Federal Advisory Committee Act, 
Pub. L. 92–463, which became effective 
January 5, 1973, and Office of Manage-
ment and Budget Circular No. A–63 of 
March 27, 1974. These regulations also 
are in accordance with Executive Order 
11769 of February 21, 1974, and the re-
sponsibilities of the Secretary of State 
under 22 U.S.C. 2656. 

(2) These regulations apply to any ad-
visory committee which provides ad-
vice to the Department of State or any 
officer of the Department. However, to 
the extent that an advisory committee 
is subject to particular statutory pro-
visions, which are inconsistent with 
the Federal Advisory Committee Act, 
these regulations do not apply. 

(b) Delegated authority. (1) The Dep-
uty Under Secretary for Management 
has been designated by the Secretary 

(Delegation of Authority No. 125 signed 
November 7, 1972) to have full responsi-
bility for the Committee Management 
function. 

(2) The Advisory Committee Manage-
ment Officer in the Management Sys-
tems Staff administers the Committee 
Management Program for the Deputy 
Under Secretary for Management.

§ 8.2 Policy. 

(a) Advisory Committees are to be 
used for obtaining advice and rec-
ommendations on matters for which 
they were established, and may be uti-
lized only when the information sought 
is not otherwise efficiently and eco-
nomically available. 

(b) Unless provided otherwise by stat-
ute or Presidential directive, advisory 
committees shall be utilized solely for 
advisory functions and any decision 
taken pursuant to the advice or rec-
ommendation of an advisory com-
mittee is the responsibility of the ap-
propriate Department officer. For the 
purposes of this provision, ‘‘Presi-
dential directive’’ includes an execu-
tive order or executive memorandum. 

(c) Meetings of advisory committees 
will be open to the public unless there 
is a compelling reason which requires 
nondisclosure of the subject matter in 
accordance with public law (5 U.S.C. 
552 (b)).

§ 8.3 Scope. 

(a) The Federal Advisory Committee 
Act applies to committees ‘‘estab-
lished’’ by the Government and to com-
mittees ‘‘utilized’’ though not estab-
lished by the Government. 

(1) The President and the Congress, 
or the Department in consultation 
with the Office of Management and 
Budget, may establish a group which 
shall be known as an advisory com-
mittee for the purpose of obtaining ad-
vice or recommendations and which 
shall be subject to the Federal Advi-
sory Committee Act throughout its ex-
istence. 

(2) Though not established by the 
President or the Department, a group 
utilized for the purpose of obtaining ad-
vice or recommendations must file a 
charter prior to a meeting, and other-
wise conform to the requirements of 
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the Act during any meetings or other 
contacts with the Department. 

(b) One requisite for coverage of ei-
ther type (established or utilized) 
under the Federal Advisory Committee 
Act is that the group can be defined as 
a committee as set forth in the defini-
tion of a committee, as contained in 
§ 8.4 of these regulations, and have all 
or most of the following characteris-
tics: 

(1) The purpose, objective or intent is 
that of providing advice to any officer 
or organizational component of the De-
partment; 

(2) Has regular or periodic meetings; 
(3) Has fixed membership (member-

ship may include more than one full 
time Federal officer or employee but is 
not comprised wholly of Government 
personnel); 

(4) Has an organizational structure 
(e.g., officers) and a staff. 

(c) Where a group provides some ad-
vice to an agency, but the group’s advi-
sory function is incidental to and in-
separable from other operational func-
tions such as making or implementing 
decisions, the Federal Advisory Com-
mittee Act does not apply. 

(d) Where the advisory function of a 
group is separable from its operational 
function, the group is subject to the 
Act to the extent that it operates as an 
advisory committee.

§ 8.4 Definitions. 
(a) The Federal Advisory Committee 

Act defines advisory committee as any 
committee, board, commission, coun-
cil, conference, panel, task force, or 
other similar group, or any sub-
committee or other subgroup thereof, 
which is— 

(1) Established by statute or reorga-
nization plan, or 

(2) Established or utilized by the 
President, or 

(3) Established or utilized by one or 
more agencies, in the interest of ob-
taining advice or recommendations for 
the President or one or more agencies 
or officers of the Federal Government, 
except a committee composed wholly 
of full-time officers and employees of 
the Government. 

(b) A formal subgroup or sub-
committee independently possesses sig-
nificant requisites of an advisory com-

mittee, i.e., fixed membership, periodic 
meetings, et cetera. 

(c) An informal subgroup or sub-
committee is one that facilitates the 
activities of its advisory committee. 
For example, during a particular meet-
ing, the advisory committee may di-
vide itself into subgroups to permit si-
multaneous discussion of different top-
ics.

§ 8.5 Creation of a committee. 

(a) A bureau or an office designated 
or desiring to sponsor an advisory com-
mittee will prepare a memorandum to 
the Advisory Committee Management 
Officer setting forth the purpose, orga-
nization (including subgroups), pro-
posed balanced membership (see § 8.6), 
and a justification for the need of the 
particular committee. 

(b) The Advisory Committee Manage-
ment Officer will review the request 
and will make an action recommenda-
tion to the Deputy Under Secretary for 
Management through the Director of 
the Management Systems Staff. 

(c) If the Deputy Under Secretary for 
Management approves the request, it 
will be submitted to the Committee 
Management Secretariat of the Office 
of Management and Budget for ap-
proval. The OMB Secretariat will usu-
ally take action within 15 days. 

(d) The Advisory Committee Manage-
ment Officer will advise the sponsoring 
bureau or office of the approval for or 
rejection of the request to establish the 
advisory committee. 

(e) After OMB approval the intent to 
establish an advisory committee, con-
taining a description of the committee 
and a statement of why it is in the pub-
lic interest to create it, will be pub-
lished in the FEDERAL REGISTER at 
least 15 days prior to filing the com-
mittee charter.

§ 8.6 Membership. 

(a) The act requires a balanced mem-
bership in terms of the points of view 
represented. Members are selected for 
their expertise in the committee’s 
functions and should be chosen from 
different vocations having knowledge 
in the subject. 
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(b) It is Department policy that 
members will be selected without re-
gard to national origin, religion, race, 
sex, or color. 

(c) The committee office will keep 
the Advisory Committee Management 
Officer currently advised of a commit-
tee’s membership including vacancies.

§ 8.7 Security. 
(a) All officers and members of a 

committee must have a security clear-
ance for the subject matter level of se-
curity at which the committee func-
tions. 

(b) The responsible committee office 
will provide the Advisory Committee 
Management Officer with each mem-
ber’s security clearance level and date 
of issue. 

(c) The substantive office sponsoring 
an advisory committee is responsible 
for access to and removal from official 
premises of classified material in ac-
cordance with the Department’s secu-
rity regulations (5 FAM 940 and 973). 
Any questions arising involving secu-
rity procedures are to be presented to 
the Office of Security for guidance and 
resolution.

§ 8.8 Chartering of committees. 
(a) Requirements. (1) Each advisory 

committee, whether established or uti-
lized, must have a charter approved by 
the Deputy Under Secretary of State 
for Management and filed with the Ad-
visory Committee Management Officer, 
the Senate Foreign Relations Com-
mittee and the House Committee on 
International Relations, and in the 
case of a Presidential advisory com-
mittee only with the Committee Man-
agement Secretariat of OMB before it 
can hold a meeting. 

(2) Formal subgroups may be char-
tered separately or the requisite infor-
mation set forth in the charter of the 
parent committee. 

(3) Informal subgroups may not re-
quire a charter; however, the charter of 
the parent committee must cover this 
aspect of its organization. 

(4) The Advisory Committee Manage-
ment Officer will, at the time a charter 
is filed, furnish a copy of the filed char-
ter to the Library of Congress. 

(b) Contents. Each committee charter 
shall contain: The official name and 

acronym, if any; the objectives, scope 
of activity, and full description of du-
ties; the authority for such functions; 
the Department official (by title) to 
whom the committee reports; the rela-
tionship to or with other committees; 
the committee organization, composi-
tion of membership and officers’ re-
sponsibilities; a description of the type 
of minutes, with their certification of 
accuracy, and records to be main-
tained; the estimated annual operating 
costs in dollars and man-years, and the 
source and authority for these re-
sources; the period of time that will be 
required by the committee to accom-
plish its stated purpose; the estimated 
number and frequency of meetings; the 
termination date; and the filing date of 
the charter. 

(c) Termination and Renewal. (1) An 
existing advisory committee will be 
automatically terminated at the end of 
a 2-year period (i.e., date specified in 
charter) unless its charter is renewed, 
except for a statutory committee 
which has provisions providing to the 
contrary. 

(2) The Deputy Under Secretary for 
Management will make a determina-
tion, based on a comprehensive review, 
whether or not a committee will be 
continued. 

(3) The OMB Secretariat will be ad-
vised of the determination and reasons 
therefore 60 days prior to the charter 
expiration date of the committee. If 
the Secretariat concurs, the Advisory 
Committee Management Officer will 
publish in the FEDERAL REGISTER the 
Department’s intent to continue those 
advisory committees so designated by 
the Deputy Under Secretary for Man-
agement. 

(4) Each office responsible for an ad-
visory committee it wishes to continue 
will prepare a new charter and submit 
it to the Advisory Committee Manage-
ment Officer before October 1 bienni-
ally. 

(5) No advisory committee shall 
meet, advise or make recommenda-
tions between the expiration date of its 
charter and the date its new charter is 
filed. 

(d) Amendments. (1) The charter of a 
committee may be amended, as nec-
essary, to reflect current information 
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on organization, composition, activi-
ties, et cetera. 

(2) A proposed amendment must be 
approved prior to any committee activ-
ity to which the proposed amendment 
relates.

§ 8.9 Meetings of advisory committees. 
(a) Applicability. The term ‘‘meeting’’ 

covers any situation in which all or 
some of the members of an advisory 
committee convene with a representa-
tive of the Department to transact 
committee business or to discuss mat-
ters related to the committee. This is 
applicable to an advisory committee 
and to its subordinate components. 

(b) Designated Department Official. (1) 
No advisory committee may hold a 
meeting in the absence of the des-
ignated full-time Department or other 
U.S. Government officer. 

(2) The designated Department or 
other U.S. Government officer has the 
following responsibilities: 

(i) Prepares or approves the agenda 
for all meetings; 

(ii) Calls or approves in advance the 
calling of the meetings; 

(iii) Adjourns any meeting whenever 
he or she determines that adjournment 
is in the public interest. 

(c) Notice of Meetings. (1) All advisory 
committee meetings, open or closed, 
will be publicly announced except when 
the President of the United States de-
termines otherwise for reasons of na-
tional security. 

(2) Notice of each such meeting shall 
be published in the FEDERAL REGISTER 
and in a Department of State Press Re-
lease at least 15 days prior to the meet-
ing date. 

(3) The responsible committee office 
will prepare the notice and press re-
lease, obtaining clearances as set forth 
in paragraphs (c)(3) (i) and (ii) of this 
section, and deliver to the Advisory 
Committee Management Officer for ac-
tion: 

(i) Open meeting—clearance within 
initiating office/bureau; 

(ii) Closed meeting—clearance within 
initiating office/bureau including its 
legal adviser, and the Bureau of Public 
Affairs at the Bureau level. 

(4) The Deputy Under Secretary for 
Management will determine if an advi-
sory committee may hold a closed 

meeting, after a request for a meeting 
not open to the public is cleared by the 
Advisory Committee Management Offi-
cer and the Office of the Legal Adviser. 

(5) After the clearances set forth in 
paragraphs (c) (3) and (4) of this sec-
tion, a notification of meeting may 
also be provided by the office/bureau to 
any persons or organizations known to 
be interested in the activities of the 
committee. 

(6) The office sponsoring the com-
mittee is responsible for meeting pub-
lishing date requirements. Overall nor-
mal processing time prior to a meeting 
date is 25 days for an open meeting and 
47 days for a closed meeting. 

(d) Contents of Notice. (1) The content 
of the FEDERAL REGISTER public notice 
and the Department of State press re-
lease will be identical. 

(2) An open meeting announcement 
will state the name of the committee; 
the date, time, and place of the meet-
ing; the agenda or summary thereof; 
that the meeting will be open to the 
public; the extent to which the public 
may participate in the meeting, either 
orally or in writing; seating space 
available; and the name and telephone 
number of a committee officer to 
whom inquiries may be directed, in-
cluding arrangments for those attend-
ing if the meeting is in a secure build-
ing. 

(3) A closed meeting announcement 
will state the name of the committee, 
the date of meeting and the reason or 
reasons which justify the closing of the 
meeting in the public interest. 

(e) Closed Meetings. (1) An advisory 
committee meeting may be closed in 
accordance with the Federal Advisory 
Committee Act when the President or 
Department determines that the meet-
ing is concerned with matters listed in 
section 552(b) of title 5, United States 
Code. 

(2) Any determination to close all or 
a part of a meeting must be based upon 
specific reasons. If a meeting is to 
cover separable matters, not all of 
which are within the exemptions of 5 
U.S.C. 552(b), only the portion of the 
meeting dealing with exempt matters 
may be closed. 

(3) When a meeting or portion of a 
meeting is to be closed to the public, 
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the notice should state the reasons for 
the closing. 

(4) The written request in accordance 
with paragraph (c)(4) of this section, 
for a determination by the Deputy 
Under Secretary for Management that 
a committee may hold a closed meet-
ing must be submitted at least 47 days 
before the scheduled date of the meet-
ing unless the Deputy Under Secretary 
for Management determines that a 
shorter period of time is necessary. 

(f) Cancelled Meetings. (1) The can-
cellation of a scheduled committee 
meeting must be publicized without 
delay. 

(2) The responsible committee office 
will prepare a public notice and press 
release and hand-carry them to the Ad-
visory Committee Management Officer 
as soon as the decision to cancel the 
meeting is made. 

(3) The notice and press release will 
state the name of the advisory com-
mittee, identify the meeting that is 
cancelled, and state why it is can-
celled. The FEDERAL REGISTER data, if 
known, concerning the announcement 
should be cited. 

(g) Rescheduled Meetings. When it is 
not feasible to hold an advisory com-
mittee meeting on the date that has 
been announced such meeting may be 
rescheduled for a later date by utilizing 
the same procedure as set forth in 
paragraph (f) of this section except the 
word rescheduled is substituted for 
cancelled. 

(h) Minutes. (1) Detailed minutes of 
each advisory committee meeting, in-
cluding subgroups, shall be kept. 

(2) The minutes for an open meeting 
shall as a minimum cover the 
folllowing items: The time and place of 
the meeting; a listing of advisory com-
mittee members and staff and agency 
employees present at the meeting; a 
complete summary of matters dis-
cussed and conclusions reached; copies 
of all reports received, issued, or ap-
proved by the advisory committee; a 
description of the extent to which the 
meeting was open to the public; an ex-
planation of the extent of public par-
ticipation, including a list of members 
of the public who presented oral or 
written statements; and an estimate of 
the number of members of the public 
who attended the meeting. 

(3) The minutes for a closed meeting 
shall include all that is required for an 
open meeting except those items relat-
ing to the presence of the public. 

(4) The chairperson of each advisory 
committee shall certify the accuracy 
of the committee minutes. 

(22 U.S.C. 2658 and 3926) 

[40 FR 28606, July 8, 1975, as amended at 49 
FR 16989, Apr. 23, 1984]

§ 8.10 Reports. 
(a) There are two categories of re-

ports on advisory committees. One cat-
egory is concerned with management 
and the other with advisory activities. 

(b) Management reports include: 
(1) Comprehensive Review. An annual 

review shall be conducted on a calendar 
year basis to determine the essen-
tiality of the committee. The results of 
that Review are included in the Annual 
Report. The due date is October 1. 

(2) Annual Report. A calendar year re-
port which covers the status of the 
committee. It is a component report 
for the President’s annual report to the 
Congress. The due date is December 31. 

(3) Report of Closed Meeting(s). A sum-
mary of the activities and related mat-
ters discussed by a committee during a 
closed meeting shall be prepared annu-
ally. It is to be as informative as pos-
sible for the public consistent with sec-
tion 552(b) policy of the Freedom of In-
formation Act. 

(4) Other Reports. Other management 
reports that may be required, such as 
requests from the Office of Manage-
ment and Budget, Congressional Com-
mittees, et cetera, will be submitted in 
accordance with the requested due 
date. 

(c) Advisory activities reports are re-
ports issued by the committee. They 
are to be submitted, when prepared in 
final as a committee document or pub-
lished, on a current basis. 

(d) All reports are submitted to the 
Advisory Committee Management Offi-
cer. 

(1) The Comprehensive Review is 
signed by the responsible committee 
officer and approved by the bureau/of-
fice policy making officer. It is sub-
mitted in original only. 

(2) The Annual Report will be pre-
pared on Standard Forms 248 and 249 in 
original and one copy. (Instructions for 
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preparation are printed on the back of 
the forms.) 

(3) The Report of Closed Meeting(s) is 
signed by the committee chairman and 
submitted in original and 8 copies. 

(4) The Advisory activities reports 
are submitted in 9 copies each, except 
Presidential advisory committee re-
ports are submitted in 12 copies.

§ 8.11 Records. 
(a) The records of an advisory com-

mittee consist of all papers and docu-
ments which are prepared for or by 
and/or made available to the com-
mittee, and are maintained by the of-
fice responsible for the committee. 
Such records are inter alia agenda, 
drafts, minutes, notices, press releases, 
reports, studies, transcripts, and work-
ing papers. 

(b) The Advisory Committee Manage-
ment Officer maintains the Depart-
ment’s official records relating to the 
management of all committees.

§ 8.12 Financial records. 
Accurate records will be kept by the 

responsible committee office of all op-
erating and salary costs of a com-
mittee. (See instruction item 17 on SF–
248.)

§ 8.13 Availability of records. 
The records of a committee are to be 

made available upon request in accord-
ance with the Department’s regula-
tions promulgated in accordance with 
the provisions of the Freedom of Infor-
mation Act (40 FEDERAL REGISTER 7256–
7529, February 19, 1975).

§ 8.14 Public inquiries. 
Public inquiries concerning the im-

plementation of the Federal Advisory 
Committee Act and the management of 
the advisory committees of the Depart-
ment should be addressed to the Advi-
sory Committee Management Officer, 
Management Systems Staff, Depart-
ment of State, Washington, DC 20520.

PART 9—SECURITY INFORMATION 
REGULATIONS

Sec.
9.1 General policy. 
9.2 Implementation and oversight respon-

sibilities. 

9.3 Responsibility for safeguarding classi-
fied information. 

9.4 Classification. 
9.5 Classification designations. 
9.6 Requirements for classification. 
9.7 Classification authority. 
9.8 Limitations on classification. 
9.9 Duration of classification. 
9.10 Derivative classification. 
9.11 Derivative classification guides. 
9.12 Identification and markings. 
9.13 Transferred material. 
9.14 Declassification and downgrading. 
9.15 Systematic review for declassification 

guidelines. 
9.16 Mandatory review. 
9.17 Schedule of fees. 
9.18 Access by Presidential appointees.
APPENDIX A TO PART 9—DEFINITIONS

AUTHORITY: E.O. 12356, National Security 
Regulations of April 2, 1982 (47 FR 14874, 
April 6, 1982): Information Security Over-
sight Office Directive No. 1 (47 FR 27836, 
June 25, 1982).

SOURCE: 47 FR 55594, Dec. 10, 1982, unless 
otherwise noted.

§ 9.1 General policy. 
(a) E.O. 12356 (hereinafter called ‘‘the 

Order’’) recognizes that it is essential 
that the public be informed concerning 
the activities of its government, but 
that the interests of the United States 
and its citizens require that certain in-
formation concerning the national de-
fense and foreign relations be protected 
against unauthorized disclosure. With 
this object, the Order prescribes a uni-
form system for classifying, declas-
sifying, and safeguarding national se-
curity information. 

(b) The purpose of these regulations 
is to assist in the implementation of 
the Order and Information Security 
Oversight Office (hereinafter referred 
to as ISOO), Directive No. 1, (herein-
after called ‘‘the Directive’’), and users 
of these regulations may refer to the 
Order and Directive for additional 
guidance.

§ 9.2 Implementation and oversight re-
sponsibilities. 

The Order requires each agency that 
originates or handles classified infor-
mation to promulgate implementing 
regulations. The Order further requires 
that each agency originating or han-
dling classified material shall des-
ignate a senior official to direct and 
administer its information security 
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program. This official shall be respon-
sible for actively overseeing the agen-
cy’s program, including a security edu-
cation program, to ensure effective im-
plementation of the Order. 

(a) In addition, this official shall 
have the following responsibilities: 

(1) To establish and monitor agency 
policies and procedures to prevent over 
or under classification, to ensure the 
protection from unauthorized disclo-
sure of properly classified information, 
including intelligence information, and 
to ensure orderly and effective declas-
sification of agency documents which 
no longer require protection, in accord-
ance with the terms of the Order. 

(2) To review proposed classified dis-
closures of an exceptional nature bear-
ing upon issues of concern to the Con-
gress and the public. 

(3) To issue any needed guidelines for 
classification or declassification. 

(4) To recommend to the agency head 
the following: 

(i) Proposals for reclassification in 
accordance with section 1.6(c) of the 
Order; 

(ii) Other categories of information, 
as defined in section 1.3(a)(10) of the 
Order, which require protection against 
unauthorized disclosure but which are 
not specifically protected by sections 
1.3(a) (1) through (9) of the Order; 

(iii) Waivers, for specified classes of 
documents or information of the re-
quirement to indicate which portions 
of documents are classified and which 
are not, as provided by section 1.5(b) of 
the Order; and 

(iv) Waivers for specified classes of 
documents or information, of the re-
quirement to prepare derivative classi-
fication guides, as provided by section 
2.2(c) of the Order. 

(5) To prepare a list of officials, by 
name or position, delegated Top Se-
cret, Secret, and Confidential classi-
fication authority. 

(6) To receive, and if necessary act 
on, suggestions and complaints with 
respect to that agency’s administra-
tion of its information security pro-
gram. 

(7) To provide guidance concerning 
corrective or disciplinary action in un-
usually important cases involving un-
authorized disclosure or refusal to de-
classify. 

(8) To maintain liaison with the Di-
rector of ISOO and to furnish reports 
and information as required by section 
5.2 of the Order. 

(b) Department of State. Within the 
Department of State, the senior offi-
cial is the Deputy Assistant Secretary, 
Classification/Declassification Center, 
hereinafter referred to as (DAS/CDC). 

(c) AID. Within AID (a component of 
the International Development Co-
operation Agency), the senior official 
is the Inspector General. 

(d) USIA. Within USIA, the senior of-
ficial is the Director, Office of the Pub-
lic Liaison.

§ 9.3 Responsibility for safeguarding 
classified information. 

(a) Primary. The specific responsi-
bility for the maintenance of the secu-
rity of classified information rests with 
each person having knowledge or phys-
ical custody thereof, no matter how ob-
tained. 

(b) Individual. Each employee is re-
sponsible for becoming familiar with 
and adhering to all security regula-
tions. 

(c) Supervisory. The ultimate respon-
sibility for safeguarding classified in-
formation rests upon each supervisor 
to the same degree that the supervisor 
is charged with functional responsi-
bility for the organizational unit. 
While certain employees may be as-
signed specific security responsibil-
ities, such as Top Secret Control Offi-
cer or Unit Security Officer, it is nev-
ertheless the basic responsibility of su-
pervisors to ensure that classified ma-
terial entrusted to their organizational 
units is handled in accordance with the 
procedures prescribed in these regula-
tions. Each supervisor should ensure 
that no one employee is assigned un-
reasonable security responsibilities in 
addition to usual administrative or 
functional duties. 

(d) Organizational. The Offices of Se-
curity in State, AID, and USIA are re-
sponsible for physical, procedural, and 
personnel security in their respective 
agencies. In the Department of State, 
the Office of Communications 
(COMSEC) is responsible for commu-
nications security.
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§ 9.4 Classification. 
(a) When there is reasonable doubt 

about the need to classify information, 
the information shall be safeguarded as 
if it were ‘‘Confidential’’ pending a de-
termination about its classification by 
an original classification authority. 
When there is reasonable doubt about 
the appropriate classification level, the 
information shall be safeguarded at the 
higher level pending the determination 
of its classification level by an original 
classification authority. Determina-
tions hereunder shall be made within 30 
days. 

(b) Information may not be classified 
unless its disclosure reasonably could 
be expected to cause damage to the na-
tional security. Information may not 
be classified to conceal violations of 
law, inefficiency, or administrative 
error; to prevent embarrassment to a 
person, organization, or agency; to re-
strain competition; or to prevent or 
delay the release of information that 
does not require protection in the in-
terest of national security. 

(c) The President or an agency head 
or official designated under section 1.2 
(a)(2), 1.2 (b)(1), or 1.2 (c)(1) of the Order 
may reclassify information previously 
declassified and disclosed if it is deter-
mined in writing that (1) the informa-
tion requires protection in the interest 
of national security, and (2) the infor-
mation may reasonably be recovered. 
These reclassification actions shall be 
reported promptly to the Director of 
ISOO. 

(d) It is permitted to classify or re-
classify information after an agency 
has received a request for it under the 
Freedom of Information Act or the Pri-
vacy Act, or the mandatory review pro-
visions of the Order, provided that such 
classification meets the requirements 
of the Order and is accomplished per-
sonally and on a document-by-docu-
ment basis by the agency head, the 
deputy agency head, the senior official, 
or an official with original Top Secret 
classification authority. Every effort 
should be made to classify properly at 
the time of origin. When a determina-
tion is made that a document requires 
classification or reclassification, how-
ever, all holders of the document 
should be notified and, in the Depart-
ment of State, a copy of the classifica-

tion or reclassification memorandum 
should be sent to the Foreign Affairs 
Information Management Center 
(FAIM). In addition, if the classifica-
tion or reclassification was done in any 
office other than the DAS/CDC, that of-
fice should send a copy of the pertinent 
memorandum to the CDC. 

(e) For the Department of State, 
these functions will be performed by 
the DAS/CDC. 

(f) For AID, the function will be per-
formed by the Administrator. 

(g) For USIA, the function will be 
performed by the Director of Public Li-
aison. 

(h) Information classified in accord-
ance with these regulations shall not 
be declassified automatically as a re-
sult of any unofficial publication or in-
advertent or unauthorized disclosure in 
the United States or abroad of iden-
tical or similar information.

§ 9.5 Classification designations. 

(a) Only three (3) designations of 
classification are authorized: ‘‘Top Se-
cret,’’ ‘‘Secret,’’ and ‘‘Confidential.’’

(1) Top Secret. Information may be 
classified ‘‘Top Secret’’ if its unauthor-
ized disclosure could reasonably be ex-
pected to cause exceptionally grave 
damage to the national security. This 
classification should be used with the 
utmost restraint. Examples of ‘‘excep-
tionally grave damage’’ include armed 
hostilities against the United States or 
its allies; disruption of foreign rela-
tions vitally affecting the national se-
curity; the compromise of vital na-
tional defense plans or complex 
cryptologic and communications intel-
ligence systems; the revelation of sen-
sitive intelligence operations; and the 
disclosure of scientific or technological 
developments vital to national secu-
rity. 

(2) Secret. Information may be classi-
fied ‘‘Secret’’ if its unauthorized dis-
closure could reasonably be expected to 
cause serious damage to the national 
security. This classification should be 
used sparingly. Examples of ‘‘serious 
damage’’ include disruption of foreign 
relations significantly affecting the na-
tional security; significant impairment 
of a program or policy directly related 
to the national security; revelation of 
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significant military plans or intel-
ligence operations; and compromise of 
significant scientific or technological 
developments relating to national se-
curity. 

(3) Confidential. Information may be 
classified ‘‘Confidential’’ if its unau-
thorized disclosure could reasonably be 
expected to cause damage to the na-
tional security. Except as otherwise 
provided by statute, no other terms 
shall be used to identify classified in-
formation. Terms or phrases such as 
‘‘For Official Use Only’’ or ‘‘Limited 
Official Use’’ shall not be used to iden-
tify national security information. No 
other term or phrase shall be used in 
conjunction with these national secu-
rity information designations, such as 
‘‘Secret Sensitive’’ or ‘‘Agency Con-
fidential’’ to identify national security 
information. 

(b) Foreign government information. If 
classified by the foreign government, 
the information shall either retain its 
original classification or be assigned a 
U.S. classification designation which 
will ensure a degree of protection at 
least equivalent to that required by the 
entity that furnished the information. 
If not given a specific classification by 
the foreign government, the informa-
tion will be assigned an appropriate 
classification dependent on the sensi-
tivity of the subject matter and the de-
gree of damage its unauthorized disclo-
sure could reasonably be expected to 
cause to the national security. Classi-
fication designations assigned by the 
U.S. agency shall be marked on the for-
eign government information in ac-
cordance with the provisions of § 9.12.

§ 9.6 Requirements for classification. 
With the exception of the Atomic En-

ergy Act of 1954, as amended, these reg-
ulations are the only basis for 
classifying information in the agencies 
named herein. To be eligible for classi-
fication, information must meet the 
two following requirements: 

(a) First, it must deal with one of the 
following criteria: 

(1) Military plans, weapons, or oper-
ations; 

(2) The vulnerabilities or capabilities 
of systems, installations, projects, or 
plans relating to the national security; 

(3) Foreign government information; 

(4) Intelligence activities (including 
special activities), or intelligence 
sources or methods; 

(5) Foreign relations or foreign ac-
tivities of the United States; 

(6) Scientific, technological, or eco-
nomic matters relating to the national 
security; 

(7) U.S. Government programs for 
safeguarding nuclear materials or fa-
cilities; 

(8) Cryptology; 
(9) Confidential sources; or 
(10) Other categories of information 

that are related to the national secu-
rity and that require protection 
against unauthorized disclosure as de-
termined by the President or by agency 
heads or other officials who have been 
delegated original classification au-
thority by the President. In the De-
partment of State, the DAS/CDC, as 
the senior official, shall recommend 
such other categories of information to 
the Secretary. Any determination 
made under this subsection shall be re-
ported promptly to the Director of 
ISOO. 

(b) Second, an official with original 
classification authority must deter-
mine that the unauthorized disclosure 
of the information, either by itself or 
in the context of other information, 
reasonably could be expected to cause 
damage to the national security. Unau-
thorized disclosure of foreign govern-
ment information, the identity of a 
confidential foreign source, or intel-
ligence sources or methods is presumed 
to cause damage to the national secu-
rity. 

(c) Certain information which would 
otherwise be unclassified may require 
classification when combined or associ-
ated with other classified or unclassi-
fied information. Classification on this 
basis shall be supported by a written 
explanation that, at a minimum, shall 
be maintained with the file or record 
copy of the information.

§ 9.7 Classification authority. 
(a) In the Department of State au-

thority for original classification of in-
formation as ‘‘Top Secret’’ may be ex-
ercised only by the Secretary of State 
and those officials delegated this au-
thority in writing, by position or by 
name, by the Secretary or the DAS/
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CDC, as the senior official, on the basis 
of their frequent need to exercise such 
authority. Normally these will not be 
below the level of Deputy Assistant 
Secretary in the Department; or Chief 
of Mission, Charge d’Affairs, or prin-
cipal officer at an autonomous con-
sular post overseas. 

(b) Authority for original classifica-
tion of information as ‘‘Secret’’ may be 
exercised by officials with Top Secret 
authority, the Administrator of AID, 
and the Director of USIA. This author-
ity may be delegated to such subordi-
nate officials as the senior official in 
the Department, the administrator of 
AID or the Director of USIA may des-
ignate in writing, by position or by 
name, on the basis of their frequent 
need to exercise such authority. Nor-
mally, these will not be below the level 
of office director, section head (in a 
mission abroad), country public affairs 
officer, or equivalent. 

(c) Authority for original classifica-
tion of information as ‘‘Confidential’’ 
may be exercised by officials with Top 
Secret or Secret classification author-
ity, and the President of the Overseas 
Private Investment Corporation; and 
may be delegated to such subordinate 
officials as the senior official in the 
Department, the Administrator of AID, 
the Director of USIA, or the President 
of OPIC may designate in writing, by 
position or by name, on the basis of 
their frequent need to exercise such au-
thority. 

(d) Delegated original classification 
authority at any level may not be re-
delegated. 

(e) In the absence of an authorized 
classifier, the person designated to act 
for that official may exercise the 
classifying authority. 

(f) In the Department of State the 
Classification/Declassification Center, 
and in AID and USIA the Office of Se-
curity, shall maintain a current list-
ing, by classification designation, of 
the positions or officials carrying 
original classification authority. The 
listing shall be reviewed as needed to 
ensure that such delegations have been 
held to a minimum, and that officials 
so designated have a continuing need 
to exercise such authority.

§ 9.8 Limitations on classification. 

A reference to classified documents 
which does not directly or indirectly 
disclose classified information may not 
be classified or used as a basis for clas-
sification.

§ 9.9 Duration of classification. 

(a) Information shall be classified for 
as long as is required by national secu-
rity considerations. When it can be de-
termined, a specific date or event for 
declassification shall be set by the 
original classification authority at the 
time the information is originally clas-
sified. 

(b) Information classified under pred-
ecessor orders that is not subject to 
automatic declassification or that is 
marked for review before declassifica-
tion shall remain classified until re-
viewed for declassification. 

(c) Automatic declassification deter-
minations under predecessor orders 
shall remain valid unless the classifica-
tion is extended by an authorized offi-
cial of the originating agency. These 
extensions may be by individual docu-
ments or categories of information. 
The agency shall be responsible for no-
tifying holders of the information of 
such extensions as soon as possible. 
The authority to extend the classifica-
tion of information subject to auto-
matic declassification under prede-
cessor orders is limited to those offi-
cials who have classification authority 
over the information and are des-
ignated in writing to have original 
classification authority at the level of 
the information to remain classified. 
Any decision to extend this classifica-
tion on other than a document-by-doc-
ument basis shall be reported to the 
Director of the ISOO.

§ 9.10 Derivative classification. 

(a) Derivative classification is made 
by a person, not necessarily having 
original classification authority, based 
on an originally classified document or 
as directed by a classification guide. 
The derivative classifier may be one 
who reproduces, extracts, restates, 
paraphrases, or summarizes classified 
materials, or applies markings in ac-
cordance with source material or a 
classification guide. 
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(b) Derivative classifiers must re-
spect original classification markings. 
Only if the derived document, by 
means of paraphrasing, excising, etc., 
has clearly lost the original grounds 
for classification, may its original clas-
sification be removed or lowered. 

(c) Subject to paragraph (b) of this 
section, markings on derivatively clas-
sified material, including declassifica-
tion instructions, shall be carried for-
ward from the original material, or 
shall be as directed by the classifica-
tion guide.

§ 9.11 Derivative classification guides. 
(a) Agencies with original classifica-

tion authority shall prepare classifica-
tion guides to facilitate the proper and 
uniform derivative classification of in-
formation, except as provided in para-
graph (e) of this section. 

(b) Each guide shall be approved per-
sonally and in writing by an official 
who: 

(1) Has program or supervisory re-
sponsibility over the information or is 
the senior agency official who directs 
and administers the information secu-
rity program; and 

(2) Is authorized to classify informa-
tion originally at the highest level of 
classification prescribed in the guide. 

(c) Classification guides shall, at a 
minimum: 

(1) Identify or categorize the ele-
ments of information to be protected; 

(2) State which classification level 
applies to each element or category of 
information; and 

(3) Prescribe declassification instruc-
tions for each element or category of 
information in terms of (i) a period of 
time, (ii) the occurrence of an event, or 
(iii) a notation that the information 
shall not be automatically declassified 
without the approval of the originating 
agency. 

(d) Classification guides shall be re-
viewed at least every two years and up-
dated as necessary. Each agency shall 
maintain a list of its classification 
guides in current use. 

(e) Agency heads may, for good 
cause, grant and revoke waivers of the 
requirement to prepare classification 
guides for specified classes of docu-
ments or information. In the Depart-
ment of State, the DAS/CDC, as senior 

official, shall make recommendations 
to the Secretary concerning such waiv-
ers. In AID, the Inspector General shall 
make recommendations to the Admin-
istrator concerning such waivers. In 
USIA, the Director of the Office of Pub-
lic Liaison shall make recommenda-
tions to the Director concerning such 
waivers. The Director of ISOO shall be 
notified of any waivers. The decision to 
waive the requirement to issue classi-
fication guides for specific classes of 
documents or information should be 
based, at a minimum, on an evaluation 
of the following factors: 

(1) The ability to segregate and de-
scribe the elements of information; 

(2) The practicality of producing or 
disseminating the guide because of the 
nature of the information; 

(3) The anticipated usage of the guide 
as a basis for derivative classification; 
and 

(4) The availability of alternative 
sources for derivatively classifying the 
information in a uniform manner.

§ 9.12 Identification and markings. 

Except in extraordinary cir-
cumstances as as provided in section 
1.5(a) of the Order, or as indicated here-
in, the marking of paper documents 
shall not deviate from the following 
prescribed formats. These markings 
shall also be affixed to material other 
than paper documents, or the origi-
nator shall provide holders or recipi-
ents of the information with written 
instructions for protecting the infor-
mation. These markings include one of 
the three (3) classification levels de-
fined in § 9.5, the identity of the origi-
nal classification authority (except as 
noted under paragraph (b)(ii) of this 
section) the agency and office of origin 
(except as noted under paragraph (b)(ii) 
of this section) and the date or event 
for declassification or the notation 
‘‘Originating Agency’s Determination 
Required’’ (OADR). 

(a) Classification level. The markings 
‘‘Top Secret,’’ ‘‘Secret,’’ and ‘‘Con-
fidential’’ are used to indicate: That in-
formation requires protection as na-
tional security information under the 
Order; the highest level of classifica-
tion contained in a document; and the 
classification level of each page and, in 
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abbreviated form, each portion of a 
document. 

(1) Overall marking. The highest level 
of classification of information in a 
document shall be marked in such a 
way as to distinguish it clearly from 
the informational text. These mark-
ings shall appear at the top and bottom 
of the outside of the front cover (if 
any), on the title page (if any), on the 
first page, and on the outside of the 
back cover (if any). 

(2) Page marking. Each interior page 
of a classified document shall be 
marked at the top and bottom either 
according to the highest classification 
of the content of the page, including 
the designation ‘‘UNCLASSIFIED’’ 
when it is applicable, or with the high-
est overall classification of the docu-
ment. 

(3) Portion-marking. Agency heads 
may waive the portion marking re-
quirement for specified classes of docu-
ments or information only upon a writ-
ten determination that (i) there will be 
minimal circulation of the specified 
documents or information and minimal 
potential usage of these documents or 
information as a source for derivative 
classification determination; or (ii) 
there is some other basis to conclude 
that the potential benefits of portion 
marking are clearly outweighed by the 
increased administrative burdens. Un-
less this requirement has been waived, 
each portion of a document, including 
subjects and titles, shall be marked by 
placing a parenthetical designation im-
mediately preceding or following the 
text to which it applies. The symbols 
‘‘(TS)’’ for Top Secret, ‘‘(S)’’ for Secret, 
‘‘(C)’’ for Confidential, and ‘‘(U)’’ for 
Unclassified shall be used for this pur-
pose. If the application of these sym-
bols is not practicable, the document 
shall contain a statement sufficient to 
identify the information that is classi-
fied and the level of such classification, 
and the information that is not classi-
fied. If all portions of a document are 
classified at the same level, it may be 
marked with a statement to that ef-
fect, e.g., ‘‘Confidential—Entire Text.’’ 
If a subject or title requires classifica-
tion, an unclassified identifier may be 
assigned to facilitate reference. 

(A) For the Department of State, the 
Secretary has waived the portion 

marking requirement for the following 
classes of documents under section 
2001.5(a)(3)(i) of the Directive—docu-
ments which will have minimal cir-
culation and minimal potential usage 
as a source for derivative classifica-
tion: 

(1) Documents containing Top Secret 
information; 

(2) Action/informational memoranda 
prepared for Assistant Secretaries and 
above; 

(3) Instructions to posts and negoti-
ating delegations; 

(4) In-house research studies; and 
(5) Inter and intra-office memoranda. 
(B) The Secretary has also waived 

the portion marking requirement for 
documents, both telegraphic and non-
telegraphic, containing foreign govern-
ment information, under section 
2001.5(a)(3)(ii) of the Directive. 

(4) Omitted markings. Information as-
signed a level of classification under 
predecessor orders shall be considered 
as classified at the level of classifica-
tion despite the omission of other re-
quired markings. Omitted markings 
may be inserted on a document by the 
officials specified in section 3.1(b) of 
the Order. 

(b) Classification authority. If the 
original classifier is other than the 
signer or approver of the document, the 
identity shall be shown as ‘‘CLASSI-
FIED BY’’ (‘‘identification of original 
classification authority’’). 

(c) Agency and office of origin. If the 
identity of the originating agency and 
office is not apparent on the face of the 
document, it shall be placed below the 
‘‘CLASSIFIED BY’’ line. 

(d) Declassification and downgrading 
instructions. Declassification and, as ap-
plicable, downgrading instructions 
shall be shown as follows: 

(1) For information to be declassified 
automatically on a specific date or 
event: ‘‘DECLASSIFY ON: (date)’’ or 
‘‘DECLASSIFY ON: (description of 
event)’’. 

(2) For information not to be auto-
matically declassified: ‘‘DECLASSIFY 
ON: Originating Agency Determination 
Required or OADR’’. 

(3) For information to be downgraded 
automatically on a specific date or 
upon occurrence of a specific event: 
‘‘DOWNGRADE TO (classification 
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level) ON (date or description of 
event)’’. 

(e) Special markings—(1) Transmittal 
documents. A transmittal document 
shall indicate on its face the highest 
classification of any information trans-
mitted by it. It shall also include the 
following or similar instructions: 

(i) For an unclassified transmittal 
document: ‘‘Unclassified When Classi-
fied Enclosure is Removed;’’ or 

(ii) For classified transmittal docu-
ment: ‘‘Upon Removal of Attachments 
This Document Is (classification level 
of the transmittal document standing 
alone).’’

(2) Restricted Data or Formerly Re-
stricted Data. Restricted Data and For-
merly Restricted Data information 
shall be marked in accordance with 
regulations issued under the Atomic 
Energy Act of 1954, as amended. 

(3) Intelligence sources or methods. 
Documents that contain information 
relating to intelligence sources or 
methods shall include the following 
markings unless otherwise prescribed 
by the Director of Central Intelligence: 
‘‘WARNING NOTICE—INTELLIGENCE 
SOURCES OR METHODS INVOLVED.’’

(4) Foreign government information 
(FGI). Documents that contain FGI 
shall include either the marking 
‘‘FOREIGN GOVERNMENT INFORMA-
TION’’, or a marking that otherwise in-
dicates that the information is foreign 
government information. If the fact 
that information is foreign government 
information must be concealed, the 
marking shall not be used and the doc-
ument shall be marked as if it were 
wholly of U.S. origin. 

(5) Electrically transmitted information 
(messages, cables). National security in-
formation that is transmitted elec-
trically shall be marked as follows: 

(i) The highest level of classification 
shall appear before the first line of 
text; 

(ii) A ‘‘Classified By’’ line is not re-
quired; i.e., name and office of classi-
fier may be omitted; and 

(iii) The duration of classification 
shall appear as follows: 

(A) For information to be declassified 
automatically on a specific date or 
event: ‘‘DECL: (date)’’ or ‘‘DECL: (de-
scription of event).’’

(B) For information not to be auto-
matically declassified which requires 
the originating agency’s determina-
tion: ‘‘DECL: OADR.’’

(C) For information to be automati-
cally downgraded: ‘‘DNG (abbreviation 
of classification level to which the in-
formation is to be downgraded and date 
or description of event on which down-
grading is to occur).’’

(iv) Portion marking shall be as pre-
scribed in paragraph (a)(3) of this sec-
tion. 

(v) Special markings as prescribed in 
section 2001.5(e) 2, 3, & 4 of the Direc-
tive shall appear after the marking for 
the highest level of classification. 
These include: 

(A) Restricted Data or Formerly Re-
stricted Data: Electrically transmitted 
information containing Restricted 
Data or Formerly Restricted Data 
shall be marked in accordance with 
regulations issued under the Atomic 
Energy Act of 1954, as amended. 

(B) Information concerning intel-
ligence sources and methods; 
‘‘WNINTEL,’’ unless proscribed by the 
Director of Central Intelligence. 

(C) Foreign government information: 
‘‘FGI’’ or a marking that otherwise in-
dicates that the information is foreign 
government information. If the fact 
must be concealed, the marking shall 
not be used and the message shall be 
marked as if it were wholly of U.S. ori-
gin. 

(vi) Paper copies of electrically 
transmitted messages shall be marked 
as provided in paragraph (a) through 
(e) of this section. 

(6) Changes in classification markings. 
When a change is made in the level or 
the duration of classified information, 
all holders of record shall be promptly 
notified. Holders shall alter the mark-
ings to conform to the change, citing 
the authority for it. If the remarking 
of large quantities of information is 
unduly burdensome, the holder may at-
tach a change of classification notice 
to the storage unit in lieu of the mark-
ing action otherwise required. Items 
withdrawn from the collection for pur-
poses other than transfer for storage 
shall be marked promptly in accord-
ance with the change notice.
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§ 9.13 Transferred material. 
(a) In the case of classified informa-

tion transferred in conjunction with a 
transfer of functions, and not merely 
for storage purposes, the receiving 
agency shall be deemed to be the origi-
nating agency for purposes of the 
Order. 

(b) In the case of classified informa-
tion that is not officially transferred as 
described in section 3.2(a) of the Order, 
but that originated in an agency that 
has ceased to exist and for which there 
is no successor agency, each agency in 
possession of such information shall be 
deemed to be the originating agency 
for purpose of the Order. Such informa-
tion may be declassified or downgraded 
by the agency in possession after con-
sultation with any other agency that 
has an interest in the subject matter of 
the information. 

(c) Classified information accessioned 
into the National Archives of the 
United States shall be declassified or 
downgraded by the Archivist of the 
United States in accordance with the 
Order, the Directive, and agency guide-
lines.

§ 9.14 Declassification and down-
grading. 

(a) General. Information should be de-
classified or downgraded as soon as na-
tional security considerations permit. 
Information will be protected in ac-
cordance with the provisions of the 
Order for as long as it meets the classi-
fication requirements prescribed by 
these regulations. Agencies shall co-
ordinate their review of classified in-
formation with other agencies or for-
eign governments that have a direct in-
terest in the subject matter. 

(b) Authority to declassify or down-
grade. Information shall be declassified 
or downgraded by the official who au-
thorized the original classification, if 
that official is still serving in the same 
position; the originator’s successor; a 
supervisory official of either; or offi-
cials delegated such authority in writ-
ing by the agency head or the senior 
agency official designated pursuant to 
section 5.3(a)(1) of the Order. In addi-
tion, if the Director of ISOO deter-
mines that information is classified in 
violation of the Order, the Director 
may require the agency which classi-

fied the information to declassify it. 
Any such decision by the Director may 
be appealed to the National Security 
Council. The information shall remain 
classified until a decision has been 
made on the appeal. 

(c) The agency shall maintain a cur-
rent, unclassified, listing of officials 
delegated declassification and down-
grading authority.

§ 9.15 Systematic review for declas-
sification guidelines. 

(a) The agency may schedule classi-
fied records of permanent historical or 
other value for bulk review for declas-
sification and may either perform such 
review itself, or may refer the records, 
together with guidelines for declas-
sification, to the Archivist of the 
United States for review. 

(b) For records of the Department of 
State, a sampling of classified records 
of permanent value for a given period 
will be selected by the Office of the 
Historian (PA/HO), and reviewed by the 
Systematic Review Office of the Classi-
fication/Declassification Center. The 
Systematic Review Office will prepare 
guidelines, which will be transmitted 
by the Secretary of State to the Archi-
vist of the United States, not later 
than February 1, 1983, for use in review-
ing the remainder of the permanently 
valuable classified records of the given 
period when these records are 
accessioned to the National Archives. 

(c) AID will prepare guidelines, and 
transmit them to the Archivist of the 
United States not later than February 
1, 1983, for use in reviewing perma-
nently valuable classified records that 
have been accessioned to the National 
Archives. The Records Management 
Branch, Communications and Records 
Management Division, (M/SER/MO), is 
designated as the office responsible for 
systematic review matters within the 
agency. The Branch Staff will provide 
assistance to the Archivist in the sys-
tematic review process. 

(d) For information concerning 
records of ICA, contact the agency’s 
Declassification Officer, Office of Ad-
ministration. 

(e) The agency guidelines will iden-
tify categories of information which 
cannot be automatically declassified 
but must be reviewed item-by-item to 
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determine if there is a need for contin-
ued protection. 

(f) These guidelines may be author-
ized by the agency head for use by 
other agencies, in addition to the Na-
tional Archives, having custody of the 
originating agency’s classified infor-
mation of the period covered. 

(g) These guidelines shall be reviewed 
and updated every five years, unless 
earlier review is requested by the Ar-
chivist. 

(h) For foreign government informa-
tion, the agency will prepare by Feb-
ruary 1, 1983, specific guidelines for 
systematic review of foreign govern-
ment information in records 
accessioned to the National Archives, 
and will revise such guidelines every 
five years or earlier as requested by the 
Archivist. 

(i) Special procedures. The agency 
shall be bound by the special proce-
dures for systematic review of classi-
fied cryptologic records and classified 
records pertaining to intelligence ac-
tivities (including special activities) 
sources or methods issued by the Sec-
retary of Defense and the Director of 
Central Intelligence, respectively.

§ 9.16 Mandatory review. 
Each agency shall review for declas-

sification any classified information 
requested, under the Mandatory Re-
view provisions of the Order except as 
noted in paragraph (d) of this section, 
provided that: The requester is a U.S. 
citizen, resident alien, Federal agency, 
or state or local government; the re-
quest describes the information with 
sufficient specificity to enable the 
agency to locate the records containing 
the information with a reasonable 
amount of effort; and the agency re-
ceiving the request is the agency that 
originated the information. When an 
agency receives a request for informa-
tion in its custody which was origi-
nated by another agency, it shall refer 
the information and request to the 
originating agency for its review and 
direct response to the requester. 

(a) Foreign government information. 
Except as provided in this paragraph, 
agencies shall process mandatory re-
view requests for classified records 
containing foreign government infor-
mation in accordance with § 2001.32(a) 

of the ISOO Directive. The agency that 
initially received or classified the for-
eign government information shall be 
responsible for making a declassifica-
tion determination after consultation 
with concerned agencies. If the agency 
receiving the request is not the agency 
that received or classified the foreign 
government information, it shall refer 
the request to the appropriate agency 
for action. Consultation with the for-
eign originator through appropriate 
channels may be necessary prior to 
final action on the request. 

(b) Information requested shall be de-
classified if it no longer requires pro-
tection under the provisions of the 
Order. It will then be released to the 
requester unless withholding is other-
wise authorized under applicable law, 
such as the Freedom of Information or 
Privacy Act. If the information re-
quested cannot be declassified in its 
entirety, the agency will make reason-
able efforts to release those declas-
sified portions that constitute a coher-
ent segment. Upon the denial of an ini-
tial request, the agency shall also no-
tify the requester of the right of ad-
ministrative appeal, which must be 
filed within 60 days of receipt of the de-
nial, and shall enclose a copy of the 
agency’s regulations governing the ap-
peal process. 

(c) Initial requests may be addressed 
to: 

(1) Department of State: The Infor-
mation and Privacy Coordinator, Room 
1239, Bureau of Administration, De-
partment of State, Washington, DC 
20520, with the envelope clearly marked 
MANDATORY REVIEW REQUEST; 

(2) AID: Director, Office of Public Af-
fairs for AID; Room 4899, 2201 C Street, 
NW., Washington, DC 20523; or 

(3) USIA: Freedom of Information 
and Privacy Act Coordinator, Office of 
Administration, 1776 Pennsylvania Av-
enue, NW., Washington, DC 20547. 

(d) In responding to mandatory re-
view requests, agencies shall either 
make a prompt declassification deter-
mination and notify the requester ac-
cordingly, or inform the requester of 
the additional time needed to process 
the case. Agencies shall make a final 
determination in one year from the 
date of receipt, except in unusual cir-
cumstances. 
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(e) Information originated by a Presi-
dent, the White House Staff, by com-
mittees, commissions, or boards ap-
pointed by the President, or others spe-
cifically providing advice and counsel 
to a President or acting on behalf of a 
President is exempted from mandatory 
review. However, the Archivist of the 
United States has the authority to re-
view, downgrade, and declassify such 
information which is under the control 
of the Administrator of General Serv-
ices or the Archivist, for example in 
Presidential Libraries, pursuant to sec-
tion 2107, 2107 note, or 2203 of title 44, 
United States Code. The Archivist will 
consult with agencies having primary 
subject matter interest concerning the 
declassification of the requested mate-
rial. Any decision by the Archivist may 
be appealed to the Director of ISOO, 
with the right of further appeal to the 
National Security Council. The infor-
mation shall remain classified pending 
a prompt decision on the appeal. 

(f) Requests for classified informa-
tion not specifically identified as being 
made under the Mandatory Review pro-
visions of the Order will be processed 
under the terms of the FOIA, the Pri-
vacy Act, or other appropriate proce-
dures. 

(g) In considering requests for man-
datory review, the agency may decline 
to review again any request for mate-
rial which has been recently reviewed 
and denied, unless the request con-
stitutes an appeal of an initial denial. 

(h) Mandatory review requests for 
cryptologic information and informa-
tion concerning intelligence activities 
(including special activities) or intel-
ligence sources or methods shall be 
processed solely in accordance with 
special procedures issued by the Sec-
retary of Defense and the Director of 
Central Intelligence, respectively. 

(i) In response to a request for infor-
mation under the Freedom of Informa-
tion Act, the Privacy Act of 1974, or the 
mandatory review provisions of the 
Order, an agency shall refuse to con-
firm or deny the existence or non-exist-
ence of requested information when-
ever the fact of its existence or non-ex-
istence is itself classifiable under these 
regulations. 

(j) For detailed regulations for the 
internal processing of mandatory re-
view initial requests and appeals see: 

(1) Department of State: 5 FAM 900, 
22 CFR 171.22 and 171.60; 

(2) AID: AID Handbook 18, part III, 
chapter 11; or 

(3) USIA: 22 CFR part 503.

§ 9.17 Schedule of fees. 
For State, see 22 CFR 171.6 and 171.13; 

For AID, see 22 CFR 212.35; or For 
USIA, see 22 CFR 503.6(c).

§ 9.18 Access by presidential ap-
pointees. 

For procedures of the Department of 
State, see 22 CFR 171.25; For procedures 
of AID, see 22 CFR 171.25; or For proce-
dures of USIA, see 22 CFR part 503.

APPENDIX A TO PART 9—DEFINITIONS 

For the purpose of these security regula-
tions, the following definitions of terms shall 
apply. 

Agency. A Federal agency, including de-
partment, agency, commission etc, as de-
fined in 5 U.S.C. 552(e). 

Original classification. The initial deter-
mination that, in the interest of national se-
curity, information requires protection 
against unauthorized disclosure, together 
with a classification designation signifying 
the level of protection required. 

Original classification authority. The author-
ity vested in an executive branch official to 
make a determination of original classifica-
tion. A person having original classification 
authority may also have the authority to 
prolong or restore classification. 

Originating agency. The agency responsible 
for the initial determination that particular 
information is classified. 

Information. Any information or material, 
regardless of its physical form or character-
istics, that is owned by, produced by or for, 
or is under the control of the U.S. Govern-
ment. 

National security information. Information 
that has been determined pursuant to this 
Order or any predecessor Order to require 
protection against unauthorized disclosure 
and that is so designated. 

Foreign government. Includes foreign gov-
ernments and international organizations of 
governments. 

Foreign government information. Foreign 
government information is: (1) Information 
provided by a foreign government or govern-
ments, an international organization of gov-
ernments, or any element thereof with the 
expectation, expressed or implied, that the 
information, the source of the information, 
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or both, are to be held in confidence; or (2) 
Information produced by the United States 
pursuant to or as a result of a joint arrange-
ment with a foreign government or govern-
ments or an international organization of 
governments, or any element thereof, requir-
ing that the information, the arrangement, 
or both, are to be held in confidence. 

National security. The national defense or 
foreign relations of the United States. 

Confidential source. Any individual or orga-
nization that has provided, or that may rea-
sonably be expected to provide, information 
to the United States on matters pertaining 
to the national security with the expecta-
tion, expressed or implied, that the informa-
tion or relationship, or both, be held in con-
fidence. 

Classification guide. A document issued by 
an authorized original classifier that pre-
scribes the level of classification and appro-
priate declassification instructions for speci-
fied information to be classified derivatively. 

Derivative classification. A determination 
that information is in substance the same as 
information currently classified, together 
with the designation of the level of classi-
fication. 

Special access program. Any program impos-
ing ‘‘need-to-know’’ or access controls be-
yond those normally provided for access to 
Confidential, Secret, or Top Secret informa-
tion. Such a program may include, but is not 
limited to, special clearance, adjudication, 
or investigative requirements, special des-
ignations of officials authorized to deter-
mine ‘‘need-to-know,’’ or special lists of per-
sons determined to have a ‘‘need-to-know.’’ 
It does not include special captions such as 
NODIS, LIMDIS. 

Intelligence activity. An activity that an 
agency within the Intelligence Community 
is authorized to conduct pursuant to the 
Order. 

Unauthorized disclosure. A communication 
or physical transfer of classified information 
to an unauthorized recipient.

PART 9a—SECURITY INFORMATION 
REGULATIONS APPLICABLE TO 
CERTAIN INTERNATIONAL EN-
ERGY PROGRAMS; RELATED MA-
TERIAL

Sec.
9a.1 Security of certain information and 

material related to the International En-
ergy Program. 

9a.2 General policy. 
9a.3 Scope. 
9a.4 Classification. 
9a.5 Declassification and downgrading. 
9a.6 Marking. 
9a.7 Access. 
9a.8 Physical protection.

AUTHORITY: E.O. 11932 (41 FR 32691), E.O. 
11652 (37 FR 5209, National Security Council 
Directive of May 17, 1972 (37 FR 10053).

SOURCE: 42 FR 46516, Sept. 16, 1977; 42 FR 
57687, Nov. 4, 1977, unless otherwise noted.

§ 9a.1 Security of certain information 
and material related to the Inter-
national Energy Program. 

These regulations implement Execu-
tive Order 11932 dated August 4, 1976 (41 
FR 32691, August 5, 1976) entitled 
‘‘Classification of Certain Information 
and Material Obtained from Advisory 
Bodies Created to Implement the Inter-
national Energy Program.’’

§ 9a.2 General policy. 
(a) The United States has entered 

into the Agreement on an Inter-
national Energy Program of November 
18, 1974, which created the Inter-
national Energy Agency (IEA). This 
program is a substantial factor in the 
conduct of our foreign relations and an 
important element of our national se-
curity. The effectiveness of the Agree-
ment depends significantly upon the 
provision and exchange of information 
and material by participants in advi-
sory bodies created by the IEA. Con-
fidentiality is essential to assure the 
free and open discussion necessary to 
accomplish the tasks assigned to those 
bodies. 

(b) These regulations establish proce-
dures for the classification, declas-
sification, storage, access, and dissemi-
nation of certain information related 
to the International Energy Program.

§ 9a.3 Scope. 
These regulations apply to all infor-

mation and material classified by the 
United States under the provisions of 
E.O. 11932, dated August 4, 1976 entitled 
‘‘Classification of Certain Information 
and Material Obtained From Advisory 
Bodies Created To Implement The 
International Energy Program.’’

§ 9a.4 Classification. 
(a) Section 1 of E.O. 11932, August 4, 

1976 directs that information and mate-
rial obtained pursuant to the Inter-
national Energy Program and which 
requires protection against unauthor-
ized disclosure in the interest of the 
national defense or foreign relations of 
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the United States shall be classified 
pursuant to Executive Order 11652. 

(b) Information and material, includ-
ing transcripts, records, and commu-
nications, in the possession of the 
United States Government which has 
been obtained pursuant to (1) section 
252(c)(3), (d)(2) or (e)(3) of the Energy 
Policy and Conservation Act (89 Stat. 
871, 42 U.S.C. 6272(c)(3), (d)(2), (e)(3)), or 
(2) The Voluntary Agreement and Pro-
gram Relating to the International En-
ergy Program (40 FR 16041, April 8, 
1975), or (3) the Voluntary Agreement 
and Plan of Action to Implement the 
International Energy Program (41 FR 
13998, April 1, 1976), or (4) Any similar 
Voluntary Agreement and Program en-
tered into under the Energy Policy and 
Conservation Act shall be reviewed by 
an officer of the Department of State 
with classifying authority for the pur-
pose of determining whether such in-
formation or material should be classi-
fied pursuant to E.O. 11652. If the offi-
cer determines that the information or 
material warrants classification, he 
shall assign it the appropriate classi-
fication. Such information or material 
may be exempted from the General De-
classification Schedule established by 
section 5 of Executive Order No. 11652 if 
it was obtained by the United States 
on the understanding that it be kept in 
confidence, or if it might otherwise be 
exempted under section 5(B) of such 
Order. 

(c) In classifying such information or 
material, officers of the Department of 
State shall follow the standards in E.O. 
11652 and the provisions of 22 CFR 9.5 
through 9.8.

§ 9a.5 Declassification and down-
grading. 

The provisions of E.O. 11652, 22 CFR 
9.9 through 9.15, and 9a.4(b) shall gov-
ern declassification and downgrading 
of such information or material.

§ 9a.6 Marking. 
(a) The provisions of 22 CFR 9.15 

through 9.19 shall govern the marking 
of information or material classified 
under the provisions of these regula-
tions, except that the following stamp 
shall be used as appropriate:

(Top Secret, Secret or Confidential) 
Classified by: lllllllllllllll

Under Executive Order 11932
Exempt from General Declassification 

Schedule of E.O. 11652 Exemption Category 
section 5B (2), (3), or (4); or E.O. 11932

Automatically Declassified on lllllll

(effective date or event if any)

Exemption category ‘‘E.O. 11932’’ shall 
be used for information and material 
obtained by the United States on e un-
derstanding that it be kept in con-
fidence and classified under E.O. 11932. 

(b) If the information or material 
does not qualify for exemption from 
the General Declassification Schedule, 
ordinary stamps and marking may be 
used.

§ 9a.7 Access. 
(a) Except as set forth in this section, 

access to information or material clas-
sified under the provisions of these reg-
ulations shall be governed by the provi-
sions of 22 CFR 9.20 through 9.25. 

(b) Classified information and mate-
rial which was created by or in connec-
tion with an advisory body to the IEA 
may be made available to participants 
in such advisory body and their col-
leagues in accordance with the fol-
lowing subsections. 

(c) Such information and material 
classified ‘‘Confidential’’ may be made 
available for review to participants in 
the meeting of the advisory body in 
which it was developed or discussed. 
Where participants are acting as rep-
resentatives of companies or of the IEA 
Secretariat, such information and ma-
terial may be made available for re-
view to employees or other representa-
tives of, or counsel for, such companies 
or Secretariat: Provided, That such per-
son is determined by an appropriate of-
ficer of the Department to be trust-
worthy and to have a need for access to 
the particular classified information 
sought in connection with the perform-
ance of duties in furtherance of the 
purposes of the IEA, including the fur-
nishing of legal advice to such partici-
pants. 

(d) Such information and material 
classified ‘‘Confidential’’ may be left in 
the custody of such participants or 
other persons who may review it for 
reasonable period of time: Provided, 
That an appropriate officer of the De-
partment determines that it will be 
protected from unauthorized disclosure 
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by adequate security safeguards. Such 
information or material may not be re-
produced by those permitted to review 
it pursuant to this section without the 
written consent of an officer of the De-
partment with classifying authority. 

(e) Such information and material 
classified other than ‘‘Confidential’’ 
under E.O. 11652 may be made available 
for review only to participants in the 
meeting in which it was developed or 
discussed; it must be reviewed in the 
presence of an official of the United 
States Government with an appro-
priate security clearance granted by 
the Department, and may not be left in 
the custody of such participants.

§ 9a.8 Physical protection. 

Except as provided in § 9a.7, the phys-
ical protection of information or mate-
rial classified under this regulation 
shall be governed by the appropriate 
provisions of 22 CFR 9.45 through 9.49.

PART 9b—REGULATIONS GOV-
ERNING DEPARTMENT OF STATE 
PRESS BUILDING PASSES

Sec.
9b.1 Press access to the Department of 

State. 
9b.2 Press correspondents employed by 

United States media organizations. 
9b.3 Press correspondents employed by for-

eign media organizations. 
9b.4 Department of State building press 

pass for technical crews. 
9b.5 Temporary Department of State press 

building passes. 
9b.6 Grounds for denial, revocation, or non-

renewal of Department of State press 
building passes. 

9b.7 Procedures for denial, revocation, or 
non-renewal of Department of State 
press building passes. 

9b.8 Term and renewal of Department of 
State press building passes.

AUTHORITY: 22 U.S.C. 2658.

SOURCE: 49 FR 4465, Feb. 7, 1984, unless oth-
erwise noted.

§ 9b.1 Press access to the Department 
of State. 

(a) Media correspondents without 
valid Department of State press build-
ing passes shall have access to the 
Main State building identical to that 
enjoyed by members of the public. 

(b) Media correspondents holding 
valid Department of State press build-
ing passes: 

(1) May enter and have access 24 
hours a day, during regular working 
hours, outside regular working hours, 
on weekends and on holidays, without 
an appointment, to the reception area 
of the Diplomatic Lobby, C Street Mez-
zanine area, press booths (Room 2310), 
press briefing room (Room 2118), and 
when in operation, the Office of Press 
Relations (Room 2109). 

(2) May enter and have access with-
out an appointment, on the basement 
level or on the first and second floors, 
to the cafeteria, post office, banks, 
concessionaries, barber shop, dry clean-
ers and the Foreign Affairs Recreation 
Association offices for the purposes for 
which they are established and when 
they are in operation. 

(3) May not escort non-passholders 
into the Department of State building. 

(c) Media correspondents, with or 
without a Department of State press 
building pass, may enter areas above 
the second floor of the Main State 
building only if the correspondent is 
invited by a Department employee to 
attend a specific social or official func-
tion in an office located above the sec-
ond floor. Permission to enter areas 
above the second floor is strictly lim-
ited to direct passage to and from the 
appointment location of the Depart-
ment of State employee, or the office 
or reception room where the function 
takes place. 

(d) Possession of State Department 
press building pass does not confer ac-
cess to or other privileges at other Fed-
eral buildings. It is not to be construed 
as official United States Government 
recognition, approval or accreditation 
of a correspondent. 

[54 FR 1686, Jan. 17, 1989]

§ 9b.2 Press correspondents employed 
by United States media organiza-
tions. 

In order to obtain a Department of 
State press building pass, press cor-
respondents employed by United States 
media organizations must: 

(a) Present to the Office of Press Re-
lations, Department of State, a letter 
from his or her organization stating: 
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(1) That the applicant is a bona fide, 
full-time media correspondent based 
permanently and residing in the Wash-
ington, DC, metropolitan area; 

(2) That the applicant is employed by 
the certifying organization; 

(3) That the organization and the ap-
plicant have regular and substantial 
assignments in connection with the De-
partment of State as evidence by reg-
ular attendance at the daily press 
briefings. 

(b) Submit to the Office of Press Re-
lations, Department of State, Wash-
ington, DC 20520, a signed application 
and FORM DSP–97 for a press building 
pass. Applicants must comply with in-
structions contained in paragraphs 1 
and 6 of FORM DSP–97 regarding 
fingerprinting and prior arrests. FORM 
DSP–97 requires the following informa-
tion: 

(1) Name; 
(2) Affiliation with news media orga-

nizations; 
(3) Date of birth; 
(4) Place of birth; 
(5) Sex; 
(6) Citizenship; 
(7) Social Security or passport num-

ber; 
(8) Marital status; 
(9) Spouse name; 
(10) Office address and telephone 

number; 
(11) Length of employment; 
(12) Home address and telephone 

number; and 
(13) Length of residence. 

[49 FR 4465, Feb. 7, 1984, as amended at 54 FR 
1686, Jan. 17, 1989]

§ 9b.3 Press correspondents employed 
by foreign media organizations. 

In order to obtain a Department of 
State press building pass, correspond-
ents employed by foreign media organi-
zations must: 

(a) Present to the Office of Press Re-
lations, Department of State, Wash-
ington, DC 20520 a letter from his or 
her organization stating: 

(1) That the applicant is a bona fide, 
full-time media correspondent based 
permanently and residing in the Wash-
ington, DC, metropolitan area: 

(2) That the applicant is employed by 
the certifying organization; 

(3) That the organization and the ap-
plicant have regular and substantial 
assignments in connection with the De-
partment of State as evidence by reg-
ular attendance at the daily press 
briefings. 

(b) A letter from the Washington, DC 
Embassy of the nation where the orga-
nization is headquartered or from the 
Embassy of the United States in the 
nation where the organization is 
headquartered attesting to the exist-
ence of the news organization and the 
applicant’s employment by that orga-
nization. The Director of the Office of 
Press Relations may accept a letter 
from another source attesting to the 
existence of such news organizations 
and the applicant’s employment if, in 
his or her judgment, a substitute letter 
is warranted. 

(c) Submit to the Office of Press Re-
lations, Department of State, Wash-
ington, DC 20520 a signed application 
and FORM DSP–97 for a press building 
pass. Applicants must comply with in-
structions contained in paragraphs 1 
and 6 of FROM DSP–97 regarding 
fingerprinting and prior arrests. FORM 
DSP–97 requires the following informa-
tion: 

(1) Name; 
(2) Affiliation with news media orga-

nizations; 
(3) Date of birth; 
(4) Place of birth; 
(5) Sex; 
(6) Citizenship; 
(7) Social Security or passport num-

ber; 
(8) Marital status; 
(9) Spouse name; 
(10) Office address and telephone 

number; 
(11) Length of employment; 
(12) Home address and telephone 

number; and 
(13) Length of residence. 

[49 FR 4465, Feb. 7, 1984, as amended at 54 FR 
1687, Jan. 17, 1989]

§ 9b.4 Department of State building 
press pass for technical crews. 

Department of State press building 
passes are issued to members of tele-
vision and radio technical crews who 
provide technical support on a daily 
basis for media correspondents as-
signed to the Department of State. 
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Members of technical crews who do not 
possess press passes, but who provide 
technical support for media cor-
respondents assigned to the Depart-
ment of State, may apply to the Office 
of Press Relations for a visitor’s pass 
valid for one day. 

[54 FR 1687, Jan. 17, 1989]

§ 9b.5 Temporary Department of State 
press building passes. 

A media correspondent or technician 
who meets all the qualifications stated 
in §§ 9b.2(a)(1) and 9b.2(a)(2) or §§ 9b.3(a) 
and 9b.3(b), but does not have regular 
and substantial assignments in connec-
tion with the Department of State may 
make arrangements with the Office of 
Press Relations for the issuance of a 
visitor’s pass valid for one day. 

[54 FR 1687, Jan. 17, 1989]

§ 9b.6 Grounds for denial, revocation, 
or non-renewal of Department of 
State press building passes. 

In consultation with the Bureau of 
Diplomatic Security and the Office of 
the Legal Adviser, the Director of the 
Office of Press Relations of the Depart-
ment of State, may deny, revoke, or 
not renew the Department of State 
press building pass of any media cor-
respondent or technician who: 

(a) Does not meet the qualifications 
stated in §§ 9b.2(a)(1), 9b.2(a)(2) and 
9b.2(a)(3) or §§ 9b.3(a)(1), 9b.3(a)(2), 
9b.3(a)(3) and 9b.3(b). (Upon denial, rev-
ocation, or non-renewal the cor-
respondent or technician may not re-
apply for a period of one year unless 
there are material changes in meeting 
the qualifications.) or, 

(b) Poses a risk of harm to the per-
sonal safety of Department of State or 
other Governmental personnel or to 
Government property; or 

(c) Engages or engaged in conduct 
which there are reasonable grounds to 
believe might violate federal or state 
law or Department of State regula-
tions. 

(d) Has been convicted of a felony (or 
a crime in a foreign country that would 
be considered a felony if it were com-
mitted in the United States). 

(e) Fails to claim an approved au-
thorization form for a State Depart-
ment press building pass after notifica-

tion by the Office of Press Relations 
following a period of three (3) months. 

[49 FR 4465, Feb. 7, 1984, as amended at 54 FR 
1687, Jan. 15, 1989]

§ 9b.7 Procedures for denial, revoca-
tion, or non-renewal of Department 
of State press building passes. 

(a) If the Director of the Office of 
Press Relations, Department of State, 
anticipates, after consultation with the 
Office of the Legal Adviser, that in ap-
plying the standard set forth in § 9b.6 a 
Department of State press building 
pass might be denied, revoked or not 
renewed, the media correspondent or 
technician will be notified in writing 
by the Director of the basis for the pro-
posed denial in as much detail as the 
security of any confidential source of 
information will permit. This notifica-
tion will be sent by registered mail. 

(b) The notification of the proposed 
denial, revocation or non-renewal sent 
to the correspondent will also contain 
a statement advising the correspondent 
of his or her right to respond to the 
proposed denial and to rebut any fac-
tual basis supporting the proposed de-
nial. 

(c) The correspondent shall be al-
lowed thirty (30) days from the date of 
the mailing of the proposed denial, rev-
ocation or non-renewal notification to 
respond in writing. The response shall 
consist of any explanation or rebuttal 
deemed appropriate by the cor-
respondent and will be signed by the 
correspondent under oath or affirma-
tion. 

(d) If the correspondent is unable to 
prepare a response within 30 days, an 
extension for one additional 30-day pe-
riod will be granted upon receipt of the 
correspondent’s written request for 
such an extension. 

(e) At the time of the filing of the 
media correspondent’s or technician’s 
written response to the notification of 
the proposed denial, revocation or non-
renewal, the correspondent or techni-
cian may request, and will be granted, 
the opportunity to make a personal ap-
pearance before the Director of the Of-
fice of Press Relations, Department of 
State, for the purpose of personally 
supporting his/her eligibility for a 
press pass and to rebut or explain the 
factual basis for the proposed denial. 
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The Director shall exercise, in con-
sultation with the Bureau of Diplo-
matic Security and the Office of the 
Legal Adviser, final review authority 
in the matter. The correspondent or 
technician may be represented by 
counsel during this appearance. 

(f)(1) On the basis of the correspond-
ent’s or technician’s written and per-
sonal response and the factual basis for 
the proposed denial, revocation or non-
renewal, the Director of the Office of 
Press Relations, Department of State, 
will consult with the Bureau of Diplo-
matic Security and the Office of the 
Legal Adviser to determine whether or 
not further inquiry or investigation 
concerning the issues raised is nec-
essary. 

(2) If a decision is made that no such 
inquiry is necessary, a final decision 
will be issued in conformity with para-
graph (g) of this section. 

(3) If a decision is made that such 
further inquiry is necessary, the Direc-
tor of the Office of Press Relations of 
the Department of State, the Bureau of 
Diplomatic Security and the Office of 
the Legal Adviser will conduct such 
further inquiry as is deemed appro-
priate. At the Director’s discretion the 
inquiry may consist of: 

(i) The securing of documentary evi-
dence: 

(ii) Personal interviews: 
(iii) An informal hearing: 
(iv) Any combination of paragraphs 

(f)(3)(i) through (f)(3)(iii) of this sec-
tion. 

(g) On the basis of the correspond-
ent’s or technician’s written and per-
sonal response, the factual basis for the 
proposed denial and the additional in-
quiry provided for if such inquiry is 
conducted, the Director of the Office of 
Press Relations of the Department of 
State will consult with the Bureau of 
Diplomatic Security and the Office of 

the Legal Adviser and expeditiously 
reach a final decision in accordance 
with the standard set forth in § 9b.6. If 
a final adverse decision is reached, the 
correspondent or technician will be no-
tified of this final decision in writing. 
This notification will set forth as pre-
cisely as possible, and to the extent 
that security considerations permit, 
the factual basis for the denial in rela-
tion to the standard set forth in § 9b.6. 
This notification will be sent by reg-
istered mail and will be signed by the 
Director of the Office of Press Rela-
tions of the Department of State. 

[49 FR 4465, Feb. 7, 1984, as amended at 54 FR 
1687, Jan. 17, 1989]

§ 9b.8 Term and renewal of Depart-
ment of State press building passes. 

(a) Department of State press build-
ing passes for U.S. citizens are issued 
with three years’ validity. Subject to 
positive completion of an international 
background check, passes for non-U.S. 
citizens are issued with one year’s va-
lidity and may be renewed for three 
years. Notwithstanding its initial va-
lidity, any press building pass that has 
not been used for a twelve-month pe-
riod, as recorded by the Bureau of Dip-
lomatic Security’s turnstyle entry de-
vices, will become invalid at the end of 
that twelve-month period. 

(b) For any valid passes issued before 
October 1, 1995, notification shall be 
sent by the Department of State to the 
holder of the pass that the pass has be-
come invalid by reason of lack of use 
for 12-month period. However, failure 
of the holder for any reason to receive 
such a notification shall not affect the 
invalidity of the pass. Anyone whose 
pass has become invalid may apply for 
a new pass in accordance with §§ 9b.2 
through 9b.5. 

[61 FR 3800, Feb. 2, 1996]
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